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About this Manual
This Manual is applicable to Network Video Recorder (NVR).

The Manual includes instructions for using and managing the product. Pictures, charts, images and
all other information hereinafter are for description and explanation only. The information

contained in the Manual is subject to change, without notice, tlurmware updates or other

reasons. Please find the latest version in the company website.

Please use this user manual under the guidance of professionals.
Legal Disclaimer

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THEEBRAIBEDT WITH ITS
l'w521 w9 {hC¢2!w9 I b5 CLwa?2!w9x L{ twhzxzL595
AND OUR COMPANY MAKES NO WARRANTIES, EXPRESS OR IMPLIED, INCLUDING WITHOUT
LIMITATION, MERCHANTABILITY, SATISFACTORY QUALITY, FITNESS FOR A FFABIECULAR PUR
AND NONNFRINGEMENT OF THIRD PARTY. IN NO EVENT WILL OUR COMPANY, ITS DIRECTOF
OFFICERS, EMPLOYEES, OR AGENTS BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTI/
INCIDENTAL, OR INDIRECT DAMAGES, INCLUDING, AMONG OTHERS, DAMAGES FOR LOSS O
BUSINESRPFITS, BUSINESS INTERRUPTION, OR LOSS OF DATA OR DOCUMENTATION, IN
CONNECTION WITH THE USE OF THIS PRODUCT, EVEN IF OUR COMPANY HAS BEEN ADVISE
THE POSSIBILITY OF SUCH DAMAGES.

REGARDING TO THE PRODUCT WITH INTERNET ACCESS, THE USE OF PROINGLTYSHALL BE
AT YOUR OWN RISKS. OUR COMPANY SHALL NOT TAKE ANY RESPONSIBILITES FOR ABNORI
OPERATION, PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER ATTACK, H/
ATTACK, VIRUS INSPECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, OUR COMF
WILL PR@DE TIMELY TECHNICAL SUPPORT IF REQUIRED.

SURVEILLANCE LAWS VARY BY JURISDICTION. PLEASE CHECK ALL RELEVANT LAWS IN YOU
JURISDICTION BEFORE USING THIS PRODUCT IN ORDER TO ENSURE THAT YOUR USE CONI
THE APPLICABLE LAW. OUR COMPANY SHALL NOTIREHHEBBMENT THAT THIS PRODUCT IS
USED WITH ILLEGITIMATE PURPOSES.

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE LAW, THE
PREVAILS
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Regulatory Information
FCC Information

Please take attention that changesmodification not expressly approved by the party responsible
F2NJ O2YLIX Al yOS O2dZ R @2AR GKS dzaSNX&a | dzi K2 NRA

FCC complianc&his equipment has been tested and found to comply with the limits for a Class A
digital device, pursuartb part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference when the equipment is operated in a
commercial environment. This equipment generates, uses, and can radiate radio frequency energy
and, ifnot installed and used in accordance with the instruction manual, may cause harmful
interference to radio communications. Operation of this equipment in a residential area is likely to
cause harmful interference in which case the user will be requiremtiect the interference at his

own expense.

FCC Conditions

This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions:

1. This device may not cause harmful interference.

2. This device must accept any interfiece received, including interference that may cause
undesired operation.

EU Conformity Statement

c E This product and if applicable- the supplied accessories too are marked with "CE" and
comply therefore with the applicable harmonized European standards listed under the
EMC Directive 2014/30/EU, the LVD Directive 2014/35/EU, the RoHS Directive 2811/65/

2012/19/EU(WEEE directive): Products marked with this symbol cannot be disposed of
X as unsorted municipal waste in the European Union. For proper recycling, return this
= product to your local supplier upon the purchase of equivalent new equipment, or
dispose of it at designated collection points. For more information ws@ev.recyclethis.info

2006/66/EQbattery directive): This product contains a battery that cannot be disposed
E of as unsorted municipal wassin the European Union. See the product documentation
for specific battery information. The battery is marked with this symbol, which may
include lettering to indicate cadmium (Cd), lead (Pb), or mercury (Hg). For proper recycling, return
the battery to your supplier or to a designated collection point. For more information see:
www.recyclethis.info

Industry Canada ICEH®3 Compliance
This device meets the CAN IEE®)/NMB3(A) standards requirements.


http://www.recyclethis.info/
http://www.recyclethis.info/
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Applica ble Models

This manual is applicable to the models listed in the following table.

Series Model
DS7716NXd14/4S
DS7700NXdl/S
DS7732NXd14/4S
DS7716NXd14/16P/4S
DS7700NXl/P/S
DS7732NXd14/16P/4S
DS7608NXdI12/4S
DS7600NXdl/S DS7616NXd12/4S
DS7632NXd12/4S
DS7608NXd12/8P/4S
DS7600NXI/P/S DS7616NXdI12/16P/4S
DS7632NXd12/16P/4S

Symbol Conventions

The symbols that may be found in this document are defined as fallows

Symbol Description

EE] Provides additional information to emphasize or supplem
NOTE important points of the main text.

Indicates a potentially hazardous situation, which if not avoid
AWARN[NG could result in equipment damage, data loss, performal
degradation, or unexpected results.

A Indicates a hazard with a high level of risk, which if not avoided
DANGER result in death or serious injury.
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Safety Instructions

Proper configuration of all passwords and other security settings is the respogsabiliie
installer and/or eneuser.

In the use of the product, you must be in strict compliance with the electrical safety
regulations of the nation and region. Please refer to technical specifications for detailed
information.

Input voltage should meet ltb the SELV (Safety Extra Low Voltage) and the Limited Power
Source withL00~240VAC or 12 VDC according to the IEC605@&ndard. Please refer to
technical specifications for detailed information.

Do not connect several devices to one power adapteadepter overload may cause
overheating or a fire hazard.

Please make sure that the plug is firmly connected to the power socket.

If smoke, odor or noise rise from the device, turn off the power at once and unplug the power
cable, and then please contdtte service center.

Preventive and Cautionary Tips

Before connecting and operating your device, please be advised of the following tips:

Ensure unit is installed in a wekntilated, dustfree environment.
Unit is designed for indoor use only.

Keepall liquids away from the device.

Ensure environmental conditions meet factory specifications.

Ensure unit is properly secured to a rack or shelf. Major shocks or jolts to the unit as a result of
dropping it may cause damage to the sensitive electronitisinvthe unit.

Use the device in conjunction with an UPS if possible.
Power down the unit before connecting and disconnecting accessories and peripherals.
A factory recommended HDD should be used for this device.

Improper use or replacement of the battenyay result in hazard of explosion. Replace with
the same or equivalent type only. Dispose of used batteries according to the instructions
provided by the battery manufacturer.
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Product Key Features

General

Connectable to networkameras, network dome and encoders.

Connectable to the thirgbarty network cameras like ACTI, Arecont, AXIS, Bosch, Brickcom,
Canon, PANASONIC, Pelco, SAMSUNG, SANYO, SONY, Vivotek and ZAVIO, and cameras that
adopt ONVIF or PSIA protocol.

Connectable tolte smart IP cameras.

H.265+/H.265/ H.264+/H.264/MPEG4 video formats

PAL/NTSC adaptive video inputs.

Each channel supports dustream.

Up to64 network cameragan be added according thfferent models

Independent configuration for eaathannel, including resolution, frame rate, bit rate, image
quality, etc.

The quality of the input and output record is configurable.

Local Monitoring

HDMI/VGA output provided
HDMIVideooutput at up to4Kresolutionand VGA ideo output at up to2Kresolution

Multiple screen display in live view is supported, and the display sequence of channels is
adjustable.

Live view screen can be switched in group. Manual switch andsautoh are provided and
the auto-switch interval is caiigurable.

3D positioningn live view.

Configurable main stream and stgiream for the live view.

Quick setting menu is provided for live view.

POSnformation overlay on live view.

Motion detection,video tampering video exception alert and video loder functions.
Privacy mask.

Multiple PTZ protocols supported; PTZ preset, patrol and pattern.

Zooming in by clicking the mouse aRd@Z tracing by dragging mouse.

HDD Management

Up to 4 SATA hard disks and 1 eSATA disklbe connected
Supports8 networkdisks (NASP SAN disk).

Suppors S.M.A.R.T. and bad sector detection.

HDD group management.
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Suppors HDD standby function.

HDD property: redundancy, reazhly, read/write (R/W).

HDD quota management; different capacity can be assignédferent channel.
RAIDO, RAID1, RAIFAIDGNd RAID 10 are supported.

Hot-swappable RAID storage scheme, and can be enabled and disabled on your demand. And
16 arrays candconfigured.

Supports disk clone to the eSATA disk.

Recording, Capture and Playback

Holiday recording schedule configuration.
Continuous and event video recording parameters.

Multiple recording types: manual, continuous, alarm, motiorgtion | alarm, motion & alarm
VCA and FOS.

8 recording time periods with separated recording types.
POSnformationoverlay onimage

Prerecord and postecord for alarm, motion detection for recording, and gezord time for
schedule and manual recording.

Searching record filesnd captured pictures by events (alarm input/motion detection).
Tag adding for record files, searching and playing back by tags.

Locking and unlocking record files.

Local redundant recording and capture.

Provide new playback interface with easy and flexidgperation.

Searching and playing back record files by channel number, recording type, start time, end
time, etc.

Qupports the playback by main stream or sub stream.
Smart search for the selected area in the video.
Zooming in when playback.

Reverse playback of mutthannel.

Supports pause, play reverse, speed up, speed down, skip forward, and skip backward when
playback, and locating by dragging the mouse.

Supports thumbnails view and fast view during playback.

Up to 12-ch synchronous plagek at1080preal time.

Supports playback by transcoded stream.

Manual capture, continuous capture of video images and playback of captured pictures.
Supporsenabling H.264+ to ensure high video quality with lowered bitrate.

Backup

Export video data by U SATA or eSATA device.
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® Export video clips when playback.

Management and maintenance of backup devices.

® Either Normal or Hot Spare working mode is configurable to constitute an N+1 hot spare
system.

Human Body Detection

® Human body detection andlarm linkage actions

® More precise human body analytics based on deep learning algarithm

® Rerecognition of the human body target in behavamalytics(line crossingdetection,
intrusion detection) to effectively raise the alamecuracyate.

Alarm and Exception

® Configurable arming time of alarm input/output.

® Alarm for video loss, motion detection, tampering, abnormal sigvideo input/output
standard mismatchjlegal login, network disconnected, IP confliction, abnormal
record/capture, HDD error, and HDD full, etc.

® POS triggered alarm supported.
® VCA detection alarm is supported.
® VCA search for face detectiorehicle platepehavior analysis, people countiagd heat map.

[ilnore

OnlyDS7700NXI series support face detectimction.
® Connectable tahe thermal network camera

® Supports the advanced search for fire/ship/temperature/temperature difference detection
triggered alarm and the recorded vidéites and pictures

® Alarm triggers full screen monitoring, audio alarm, notifying surveillance center, sending email
and alarm output.

® Automatic restore when system is abnormal.
Other Local Functions

® Operable by front pnel, mouse, remote controgr control keyboard.

® Threelevel user management; admin user is allowed to create many operating accounts and
define their operating permission, which includes the limit to access any channel.

Admin passwordesettingby exporting/importing the GUID file.
Operaton, alarm, exceptions and log recording and searching.

o
®
® Manually triggering and clearing alarms.
®

Import and export of deice configuration information.

Network Functions
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Twoselfadaptive 10M/100M/1000Ndpsnetwork interfacesand themulti-addressand
network fault tolerance working modeare configurable.

IPV6 is supported.

TCP/IP protocol, DHCP, DNS, DDNS, NTP, SADP, SMTP, SNMP, NFS, and iSCSI are supported.
TCP, UDP and RTP for unicast.

Auto/Manual port mapping by UPAP.

Remote web browser access by HTTPS ensures high security.

TheANR (Automatic Network Replenishment) functissupported, it enables the IP camera
save the recording files in tHecal storagavhen the network is disconnected, and
synchronizes the fileotthe NVR when the network is resumed.

Remote reverse playback via RTSP.
Suppors accessing by the platform via ONVIF.

Remote search, playback, download, locking and unlocking of the record files, and support
downloading files broken transfer resume.

Remot parameters setup; remote import/export of device parameters.
Remote viewing of the device status, system logs and alarm status.
Remote keyboard operation.

Remote HDD formatting and program upgrading.

Remote system restart and shutdown.

RS232, RS185 transparent channel transmission.

Alarm and exception information can be sent to the remote host
Remotely start/stop recording.

Remotely start/stop alarm output.

Remote PTZ control.

Remote JPEG capture.

Virtual host function is provided to get access and agathe IP camera directly.
Two-way audio and voice broadcasting.

Embedded WEB server.

Development Scalability:

SDK for Windows system.
Source code of application software for demo.
Development support and training for application system.
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Chapter 1 Introduction

1.1 Front Panel

Tilnore

1 2 3 4
VAR -
=
U/ =
————— — — p—
5

Figure 1-1 Front Panel

The DS/600NXI series onlyave oneUSB2.0port.

Table 1-1 Panel Description

No. | Name Function Description
® Solid white HDD isabnormal.
1 HDD indicator ® Flashing white: HDD is reading/writing.
® Unlit: No HDD idetected.
® Solid white:Device is running normally
2 Power indicator | ® Breathing light Device is shutdown.
® Unlit: No power supply is connected.
® Solid white:Network connection is normal.
3 Network indicator | ® Flashing whiteDevice igransferring data via network.
® Unlit: Network connection failed.
4 IR receiver IRreceiver for remote control.
5 USB Universal Serial Bus (USBD port for additional devices
such as USB mouse and USB Hard Disk Drive (HDD).

1.2 IR Remote Control Operations

Thedevicemay also be controlled with the included IR remote control, showFigare 12.
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Tilnore

Batteries (2xAAA) must be installed before operation.

The IRemote is set at the factory to control thaevice(using default Device ID# 255) without any
additional steps. Device ID# 255 is the default universal device identification number shabed by
devices. You may also pair an IR Remote to a spefficceby changing the Device ID#, as follows:

1.2.1 Pairing (Enabling) the IR Remote to a SpecificDevice
(optional)

You can pair an IR Remote to a spedéiziceby creating a usedefined Device ID#. This feature is
useful when using multiple IR Remotes alavices.

On thedevice
Step 1 Go toSystem> General
Step 2 Type a nmber (255 digits maximum) into the Device No. field.
On the IR Remote:
Step 3 Press the DEV button.
Step 4 Use the Number buttons to enter the Device ID# that was entered intaléwice

Step 5 Press Enter button to accept the new Device ID#.
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Figure 1-2 Remote Control

1.2.2 Unpairing (Disabling) an IR Remote from a Device

To unpair an IR Remote frondaviceso that the unit cannot control angevicefunctions, proceed
as follows:

t NBaa (GKS 59+ 1Sée 2y G(GKS Lw wSY2dS8So y& SEAAI
and it will no longer function with thdevice

ilnore

(Re)enabling the IR Remote requires pairing tdewvicad { SS dat F ANAY 3 GKS Lw
deviceOLJi A2yl f 03¢ 1 020Sd

The keys on the remote control closely resemble the ones on the front panelth&éable 1.4.
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Table 1-2 IR Remote Functions

No. [Name Function Description
o Turn Power On:
-If User Has Not Changed the Defaldt/iceDevice ID# (255):
1.PressPower On/Off button (1).
-If User Has Changed theviceDevice ID#:
1.Press DEV button.
2.Press Number buttons to enter usdefined Device ID#.
3.Press Enter button.
4.Press Powebutton to start device.
oo TurndeviceOff:
-If User Is Logged On:
%.Holpl PowerQn/Off button (1) 90wn for fivg se'conds to disq
UKS da, Sakb2¢eé GOSNAFAOI UAZ2Y LI
2.Use Up/Down Arrow buttons (12) to highlight desired selecti
3.Press Entertton (12) to accept selection.

1 [POWER  Lif User INot Logged On:

ON/OFF

1.Hold Power On/Off button (1) down for five seconds to disg
the user name/password prompt.

2.Press the Enter button (12) to display the-streen keyboard.
3.Input the user name.

4.Press the Entebutton (12) to accept input and dismiss
on-screen keyboard.

50 4SS GUKS 524y I NNRg odzilz2y
field.

6.Input password (use eacreen keyboard or numeric buttons
for numbers).

7.Press the Enter button (12) to accept inputdadismiss th
on-screen keyboard.

8.Press the OK button on the screen to accept input and di
0KS ,Sakb2¢é¢ OGSNATFTAOFGAZ2Y LINI
to move between fields)

9.Press Enter button (12) to accept selection.

User name/password pmpt depends ordeviceis configuratior
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( SS G{eadsSYy /2yFAIdzNI A2y ¢ 3

DEV

Enable IR Remote: Press DEV button, edésticeDevice ID# wit
number keys, press Enter to pair unit with tevice

Disable IR Remote: Press DEV button to clear Device ID#; U
no longer be paired with theevice

Numerals

Switch to the corresponding channel in Live View or €di@tro
mode

Input numbers in Edinode

EDIT

Delete characters beforeursor

Check the checkbox and select the ON/©Fich

Adjust focus in the PTZ Contrmeénu

Switch onscreen keyboards (uppeand lower case alphabg
symbols, and numerals)

REC

Enter Manual Record settimgenu

Call a PTZ preset by using the numdridttons in PTZ contn
settings

Turn audio on/off in Playbackode

PLAY

Go to Playback mode

Auto scan in the PTZontrolmenu

INFO

Reserved

VOIP

Switchesbetween main and spot output
Zooms out the imagein PTZontrol mode

10

MENU

Return to Main menu (after successkogin)

N/A

Show/hide full screen in Playback mode

12

DIRECTION

Navigate betweerfields andnenu items

Use Up/Down buttons to speed up/slow down recorded video,
Left/Right buttons to advance/rewind 30 secs in Playback moq

Cycle througlthannels in Live View mode

Control PTZ£amera movement in PTZ control mode

ENTER

Confirm selection in any memaode
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Checksheckbox

Play or pause video in Playback mode

Advance video a singteame in singleérame Playback mode

Stop/start auto switch in autewitch mode

13 |PTZ Enter PTZ Contrahode

Go back tgrevious screen

14 |ESC
N/A

15 |[RESERVED|Reserved

Select all items on a list

16 [F1 N/A

Switch between play and revergéay in Playback mode

17 |PTZ Control |Adjust PTZ£amera iris, focus, and zoom

Cycle through talpages
18 |F2

Switch betweerchannels in Synchronous Playback mode

1.2.3 Troubleshooting
EENOTE

Make sure you have installed batteries properly in the remote control. And you have to aim the
remote control at the IR receiver in the front panel.

If there is no response after you press dutton on the remote, follow the procedure below to
troubleshoot.

Step 1 Go toSystem> Generalby operating the front control panel or the mouse.

Step 2 Check and remembetevicelD#. The default ID# is 255. This ID# is valid for all the IR remote
controls.

Step 3 Press the BV button on the remote control.
Step 4 Enter thedevicelD# you set in step 2.
Step 5 Press the ENTER button on the remote.

If the Status indicator on the front panel turns blue, the remote control is operating properly. If
the Status indicator does not turn blue artkte is still no response from the remote, please
check the following:

® Batteries are installed correctly and the polarities of the batteries are not reversed.
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® Batteries are fresh and not out of charge.

® |R receiver is not obstructed.

® No fluorescent lamp igsed nearby

LT KS NBY2(dS

device provider.

AGAEE OFyQi TFdzyOiAzy LINBLISNI &3

1.3 USB Mouse Operation

A regular 3button (Left/Right/Scrolwheel) USB mouse can also be used withdbigce To use a

USB mouse

Step 1 Plug USB mouse into one of the USB interfaces on the front panel déthee

Step 2 The mouse should automatically be detected. If in a rare case that the mouse is not detected,

the possible reason may be that the two devices are not compatible, pleasetoefes
recommended the device list from your provider.

The operation of the mouse:

Table 1-3 Description of the Mouse Control

Name Action Description
SingleClick ® |ive view: Select channel and show the quick set
menu.
® Menu: Select and enter.
DoubleClick | Live view: Switch between singéereen and
_ multi-screen.
Left-Click
Click and Dra¢ ® PTZ control: pan, tilt and zoom.
® VVideo tamperingprivacy mask and motion
detection: Select target area.
® Digital zoomin: Drag and select target area.
® Live viewDrag channel/time bar.
RightClick | SingleClick ® Live view: Show menu.
® Menu: Exit current menu to upper level menu.
ScrofWheel | Scrolling up | ® Live view: Previous screen.
® Menu: Previous item.
Scrolling ® | ive view: Next screen.
down ® Menu: Next item.
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1.4 Rear Panel

1.4.1 DS-7700NXI-I/S Series

1 ‘2 3 4 5
» 8 '
| e .
= ? ==
Figure 1-3 Rear Panel
Table 1-4 PanelDescription
No. | Name Description
1 eSATA Connects external SATA HDD, CDAR¥D
2 Audio in RCA connector for audioput.
3 Video out CVBS video output.
4 RS232 Connector for R232device.
5 Power supply 100 to 240 VAC power supply
6 LANI1/LAN2 2 R#A5 10/1001000 Mbps setadaptive Ethernet interfaces
7 Audio out RCA connector for audio output.
8 HDMI HDMI video output connector.
9 USB 3.0 Universal Serial Bus (USB) port for adfjitional device suc
as USB mouse and USB Hard Disk Drive (HDD).
10 | VGA g)rl?dgr:é):&ector for VGA output. Display local video ou
11 | R$485 Connector for R885device.
D+, D pinvcg"mects to Ta,ATb pin of congroller. For cascag
12 | ControllerPort | RSYA OSazx uKS-pihshdddibe toanected wit
the D+, Dpin of the next NVR.
13 | Alarm Infout Connector for alarm inpubutput.
14 | GND Ground
15 | Powerswitch Switch for turningon/off the device.
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1.4.2 DS-7700NXI-I/P/S Series
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Figure 1-4 Rear Panel
Table 1-5 PanelDescription
No. | Name Description
1 Video out CVBSideooutput.
2 eSATA Connects external SATA HDD, CDABRWD
3 RS232 Connector for R832 device.
4 Audio in RCA connector for audioput.
5 VGA DB9 connector for VGA output. Display local video ou|
and menu.
6 Power supply 100 to 240 VAC power supply
7 PoE RJ45 10/100 Mbps seladdaptive Ethernet interface
8 LAN 1 RJ45 10/100 1000 Mbps slf-adaptive Ethernet interface
9 USB 3.0 Universal Serial Bus (USB) port for additional device
' such as USB mouse and USB Hard Disk Drive (HDD).
10 | Audio out RCA connector for audio output.
11 | HDMI HDMI video output connector.
12 | R$485 Connector for R885device.

D+, D pin connects to Ta, Tb pin of controller. H
13 |[ControllerPort |Ol 8 O RAy3d RS@AOSA = pinidkhdild Be
connected with the D+, {pin of the next NVR.

14 | Alarm Irdout Connector for alarm inpdbutput.
15 | GND Ground
16 | Powerswitch Switch for turning on/off the device.
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1.4.3 DS-7600NXI-I/S

Figure 1-5 Rear Panel

Table 1-6 Panel Description

No. | Name Description

1 Audio out RCA connector for audio output.

2 Audio in RCA connector for audiopat.

3 VGA DB9connector for VGA output. Display local video out
and menu.

4 Alarm n/out Connector for alarm inpdbutput.

5 HDMI HDMI video output connector.

6 USB 3.0 Universal Serial Bus (USBD por'F for qdditional devics
such as USB mouse and USB Has#t Drive (HDD).

7 LAN 1 RJ45 10/1001000 Mbps slf-adaptive Ethernef
interface

8 Power supply 12 VDC power supply

9 GND Ground

10 | Powerswitch Switch for turning on/off the device.

11 | Video out CVBSideooutput.
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1.4.4 DS-7600NXI-I/P/S
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Figure 1-6 Rear Panel

Table 1-7 Panel Description

No. | Name Description

1 PoE RJ45 10/100 Mbps seladdaptive Ethernet interfaces.

2 Audio out RCA connector for audio output.

3 Audio in RCA connector for audiopat.

4 VGA DB9 connector for VG@utput. Display local video outpt
and menu.

5 Alarmin/out Connector for alarm input/output.

6 HDMI HDMI video output connector.

7 USB 3.0 Universal Serial Bus (USB) 3.0 port _for additional o
such as USB mouse and USB Hard Disk Drive (HDD).

8 LAN 1 R#M5 10/1001000 Mbps sethdaptive Etherned
interface.

9 Video out CVBSideooutput.

10 | GND Ground.

11 | Power supply | 100 to 240 VAC power supply
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Chapter 2 Getting Started

2.1 Start up the Device
Purpose

Proper startup and shutdown procedures are crucial to expanding the life afahiee

Before you start

Check that the voltage of the extra power supply is the same witlléviceDd NXB |j dzA NB Y Sy (i
the ground connection is working properly.

Step 1 Connect the device power supply interface and electscaketwith deliveredpower cablelt
is HIGHLY recommended that an Uninterruptible Power Supply (UPS) be used in conjunction
with the device The Powebutton on the front panel shoulthe red, indicating thedevice is
receiving the power.

2.2 Activat e the Device

Purpose:

For the firsttime accessyou need to activate the device by setting an admin password. No

operation is allowed before activation. You can alstvate the device vi&Veb Browser, SADd?
Client Software

Step 1 Inputthe same password in the text field Gfreate New Passwordnd Confirm New Password

Tilnore

You can click-] to show the characters input.

Activation

Security Question C

Figure 2-1 Activating the Device
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“* \ WARNING

We highly recommend yocreate a strong password of your own choosing (Using a minimum of 8
characters, including at least three of the following categories: upper case letters, lower case
letters, numbers, and special characters.) in order to increase the security of your praddove
recommend you reset your password regularly, especially in the high security system, resetting the
password monthly or weekly can better protect your product.

Step 2 Inthe Create Channel Default Passwatekt field, create a login passworfdr IP camea (S)
connected tathe device.

Step 3 (Optiona) CheckExport GUIDand Security Question Configuration.

® Export GUIDexport the GUID for future password resetting.

® Security Question Configuratiorconfigure the security questions which can be used for
resettingthe password

Step 4 ClickOK
What to do next

® \When you have enabled tHexport GUIDcontinue to export the GUID file to the USB flash
driver for the futurepasswordresetting.

® When you have mabled theSecurity Question Configuratigrcontinue toset the security
guestionsfor the future passwordresetting.

ilnore

® After the device is activated, you should properly keep the password.
® You can duplicate thpasswordo the IP cameras that are connedtith default protocol.

2.3 Configur e Unlock Pattern for Login

Forthe admin user, pu can configure the unlock pattefar device login.

Step 1 After the device isictivated,you can enter the following interface to configure the device
unlockpattern.

Step 2 Usethe mouse to draw a patteramongthe 9dots on the screen. Release the mouse when the
pattern is done.
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Set Unlock Pattern

Release you finger when done.

Figure 2-2 Draw the Pattern

Tilnore

® Connect at least 4 dots to draw the pattern.
® Eah dot can be connected for once only.

Step 3 Draw the same pattern again to confirm\t/hen the two patterns match, the pattern is
configured successfully.

ilnore

If the two patterns aredifferent, you must set the pattern again.

2.4 Login to the Device
2.4.1 Log in via Unlock Pattern

ilnore

® Only theadminuser has thgermission to unlock the device

® Pleaseconfigurethe pattern first beforeunlocking Please refer t&€hapter2.2 Activake the
Device

® Purpose:

For the firsttime accessyou need to activate the device by setting an admin password. No
operation is allowed before activation. You can alstvate the device vi&/eb Browser, SADd?
Client Software
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Step 1 Inputthe same password in the text field Greate New Passwordnd Confirm New Password

Tilnore

You can click] to show the characters input.

Activation

Figure 2-3 Activating the Device

\ WARNING

We highly recommend yougreate a strong password of your own choosing (Using a minimum of 8
characters, including at least three of the following categories: upper case letters, lower case
letters, numbers, and special characters.) in order to increase the security of your praddove
recommend you reset your password regularly, especially in the high security system, resetting the
password monthly or weekly can better protect your product.

Step 2 Inthe Create Channel Default Passwatekt field, create a login passworfdr IP camea (S)
connected tathe device.

Step 3 (Optiona) CheckExport GUICand Security Question Configuration.

® Export GUIDexport the GUID for future password resetting.

® Security Question Configuratiorconfigure the security questions which can be used for
resettingthe password

Step 4 ClickOK
What to do next

® \When you have enabled tHexport GUIDcontinue to export the GUID file to the USB flash
driver for the futurepasswordresetting.

® When you have mabled theSecurity Question Configuratigrcontinue toset the security
guestionsfor the future passwordresetting.
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Tilnore

® After the device is activated, you should properly keep the password.
You can duplicate thpasswordo the IP cameras that are connedt&ith default protocol.

® Configue UnlockPattern for Login

Step 5 Right click the mouse on the screen and seleetmenu to enter the interface.

Forget My Pattern Switch User

Figure 2-4 Drawthe UnlockPattern

Step 6 Draw the predefined pattern to unlock to enter the menu operation.

[ilnore

® [f you have forgotten your pattern, you caelect theForgpt My Patternor Switch User
option to enter the normal loginlialog box.

® When the pattern you dravs different from the pattern yotaveconfigured you should
try again.

® [f you have drawn the wrong pattern for more than 5 times, the systemswilch to the
normal login mode automatically.

2.4.2 Log in via Password

Purpose:
If devicehas logged out, you must login the device before operating the menu and other functions.

Step 1 Select theUser Namen the dropdown list.
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admin

_

Login

Figure 2-5 Login Interface

Step 2 Input password
Step 3 ClickOKto log in.

TiJnore

® \When you forget the password of the admin, you céiokForgot Passwordto reset the
password.

® In the Login dialog box, if you enter the wrong password 7 times, the current user account
will be locked for 60 seconds.

2.5 Enter Wizard to Configure BasicSettings
By default, the Setup Wizard starts once ttevicehas loaded

The Setup Wizard can walkwthrough some important settings of ttdeviceb L ¥ &2 dz R2y Qi
to use the Setup Wizard at that moment, click teetbutton.

Step 1 Configure the date and time on thea2 andTime Setup interface

32



Network Video Recorder User Manual

Date and Time Setup

Time Zone (GMT-08:00) Pacific Time(U
Date Format DD-MM-YYYY

Syslem Date 22-08-2017

System Time 18:12:43

Previous Next Exit

Figure 2-6 Date and Tim&etting

Step 2 After the time settings, clicklextto enterthe Network Setup Wizard window, as showrhe
following figure

Network Setup

Working Mode Net Fault-Tolerance - Enable DHCP

Enable Obtain DNS Serv
Preferred DNS Server
Alternate DNS Server

Main NIC LAN1

Previous Next Exit

Figure 2-7 Network Setting

Step 3 ClickNext after you configured the network parameters, which takes you toHD
Managementwindow.
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Hard Disk
[ | Label Capacity Status Property Type Free Space
5 931.52G8 Normal RW Local 876.00GB
7 931.52GB Normal RW Local 831.00GB

Init

Previous Next Exit

Figure 2-8 HDD Management

Step 4 To intialize the HDD, click thiait button. Initialization removes all the data saved in the HDD.
Step 5 ClickNext. You enter theCamera Setujinterfaceto add the IP cameras.

1) ClickSearchto search theonline IP CameraBeforeaddingthe camera, make sure the IP
camera to be added is in active status.

2) Click theAddto add the camera

EE' NOTE

If the camerais in inactive status, you caelect the camera from the list and cliBktivateto
activate the cameras.

Camera Setup
IP Address Security Amount ... Device Model Protocol Management Port Subnet Mask Serial No MAC Address
[ Enable H.265 (For Initial Access) -+ Add 22 search 2 Activate
Previous Next Exit

Figure 2-9 Search for IP Cameras

Step 6 Enter he Platform Access and configure tGearding Visiosettings.
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Platform Access

Enable Enable Stream Encryption
Access Type Enable Guarding Vision
Verification Code 123456
Custom
Status Offline

Scan the OR code via the Ezviz app lo add the device.

Previous Mext

Figure 2-10 Guarding VisioAccess

Step 7 ClickNextto enter theChange Passworithiterfaceto create the new admipasswordf
required.

Change Password

New Admin Password

Admin Password
New Password
| ] Strong

confim | T |

Unlock Pattern

Previous QK Exit

Figure 2-11 Change Password

ilnore

You carenter click the[_] to show the characters input.
1) Check the checkbox &few Admin Password.
2) Enter the original password in the text field Admin Password
3) Inputthe same password in the text field bfew Passwordind Confirm
4) Check theunlock Patternto enable the unlock p&grn login.
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\ WARNING

We highly recommend you create a strong password of your own choosing (Using a minimum of 8
characters, including at least three of the following categories: upper case letters, lower case
letters, numbers, and special characters.) in ordemicrease the security of your product. And we
recommend you reset your password regularly, especially in the high security system, resetting the
password monthly or weekly can better protect your product.

Step 8 ClickOKto complete the startup Setup Wizard.

2.6 Enter Main Menu

After you have completed the wizard, yoan right click on the screen pp upmain menubar.
Refer to the following figure and table for the description of main menu andnseibus.

Figure 2-12 Main Menu Bar

Table 2-1 Descriptionof Icons

Description

Live View

Playback

File Management

Smart Analysis

Camera Management

StorageManagement

System Management

& @) )12 |U]@R)E
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;7 System Maintenance:

2.7 System Operation
2.7.1 Log out

Purpose:

After logging out, the monitor turns to the live view mode and if you wargedorm any
operatiors, you need teenter user name and passwotd log in again.

I
Step 1 Click (—) on the menu bar.

Shutdown

Logout ShutDown Reboot

Figure 2-13 Logout

Step 2 ClickLogout

[ilnore

After you have logged out the system, menu operation on the screen is invalid. It is required to
input a user name and password to unlock the system.

2.7.2 Shut Down the Device

I
Step 1 Click U on the menu bar.
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Shutdown

Logout ShutDown Reboot

Figure 2-14 Shutdown Menu

Step 2 Click theShutdownbutton.
Step 3 Click theYesbutton.

ilnore

Do not press the POWER button again when the system is shutting down.

2.7.3 Reboot the Device

From theShutdown men, you can also reboot theevice

I
Step 1 Click U on the menu bar.

Step 2 ClickRebootto reboot the device
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Chapter 3 Camera Management

3.1 Add the IP Cameras
3.1.1 Add the IP Camera Manually

Purpose:

Before you can get liveideoor record the video filesyou should add theetwork cameras to the
connection list of the device.

Before you start:

Ensure the network connection is valid aratrect, and the IP camera to add has already been
activated.

Step 1 dick F]

Step 2 Click theCustom Addab on the title bar to enter the Add IP Camera interface.

onthe main mem barto enter theCameravianagement

Add IP Camera (Custom)

IP Camera Address 110.110.1.11
Protocol ONVIF -
Management Port 80
Transfer Protocol Auto -
User Name admin

wwwwwwww

Password

Continue to Add Add

Figure 3-1 Add IP Camera

Step 3 EnterIP address, protocol, management port, and other informawd the IP camera to add.
Step 4 Enter the login user name and password of the IP camera.

Step 5 ClickAdd to finish the adding of the IP camera.
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Step 6 (Optional) CliciContinueto Addto continue to add other IP cameras.
3.1.2 Ad d the Automatically Searched Online IP Cameras

Step 1 On theCameraManagementnterface, click theOnline Devicepanel to expand the Online
Device interface.

Step 2 Select the autom@cally searched online devices.

Step 3 ClickAdd.

[lilnore

If the IP camera to add has not been actiavated, you can activate it from the IP camera list on the
camera management interface.

3.2 Manage Camerasfor PoE Device

[Tilnore

This chapter is only applicalfler the following modelsiDS7716NXd4/16P/8Sand
IDS7732NXl14/16P/8Sseriesdevice

Purpose:

The PoE interfaces enables ttievicesystem to pass electrical power safely, along with data, on
Ethernet cabling to the connectedoEcameras Supported PoEameranumber varies with device
model

If you disable the PoE interface, you can also connect to the online network cameras. And the PoE
interface suppats the Plugand-Play function.

For examplefor iDS7716NXlI4/16P/8S if you want toconnect8 network cameras via PoE
interfacesand 8 online camerasyou must disabl8 PoE interfaces in the Edit IP Camera menu.

Follow the stepsd addnetwork ameras fordevicesupporting PoE functian

3.2.1 Add PoE Cameras

Step 1 Connect PoEamerado device PoE ports with network cables

Step 2 Go toCamera > CameralP Camerato view camera image and information.

3.2.2 Add Non -PoE IP Cameras

You can disable the PoE interface by selecting the manual while the current chanbel esed as
a normal channel and the parameters can also be edited.

Step 1 Go toCamera > CameralP Camera
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Step 2 Position the cursor on a window with no linked IP camera dicH the button.

Edit IP Camera

IP Camera No D1

Adding Method Manual -
IP Camera Address 192.168.254 .2
Protocol HIKVISION -
Management Port 8000
Channel Port 1 -
Transfer Protocol Auto -
User Name admin

Password

Figure 3-2 Edit IP Camera

Step 3 SlectAdding MethodasManual.

A Plugand-Play:The camera iphysicallyconnected to the PoE interfactisparameters
camot be edited.You can go t&ystem > Network > TCP/tB change IP address PoE
port.

A Manual: Add IP camera without physical connection via network.
Step 4 Enterthe IP addresghe user name and paa®rd of administrator manually.

Step 5 dick OK

323 Configur e PoE Interface

Purpose:

When it requires longlistance Poransmission(100 to 300 m), you caenablelongdistance
modefor the PoOE channel.

Step 1 Go toCamera XCamera PoESettings

Step 2 Enable or disabléong network cable modby selecting_ong Distancer Short Distance
radio.

® Long DistanceLongdistance (10@o 300 meters) network transmissions viaEPinterface
® Short DistanceShortdistance(< 100 metershetwork transmission viadE interface.
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B Actual power: 0.0W. Remaining power: 200.0W.

Channel '.':‘.'Lulg Distance (_Shori Distance Channel Status Actual Power

D1 . Disconnected 0.0W

D2 . Disconnected 0.0w

D5 D Disconnected 0.0
D& . Disconnected 0.0w
D7 . Disconnected 0.0
D8 . Disconnected 0.0w
D9 . Disconnected 0.0
D10 . Disconnected 0.0w
D11 . Disconnected 0.0
D12 . Disconnected 0.0w
D13 . Disconnected 0.0
D14 . Disconnected 0.0w
D15 . Disconnected 0.0

D16 . Disconnected 0.0w

Figure 3-3 POE Settings

[:IE NOTE

® The PoBportsareenabled with the shortlistancemode by default.

® The bandwidth of IP camera connected to the PoE via long network d@fé 300
meters)cannot exceed 6 MP.

® The allowed max. long network cable may be less than 300 meters depeasrdfifferent
IP camera models and cable materials.

® \When the transmission distance reaches 100 to 250 metansmust use theCAT5Br
CAT@network cable to connect with the PoE interface.

® When the transmission distanaeaches 25@0 300 meters,you must use theCAT6
network cable taconnect with the Poknterface.

step 3 ClickApply.

3.3 Configur e the Customized Protocols

Purpose:

To connect the network cameras which are not configured with the standard protocols, you can
configure the customized protocols for theffhe system provides Ifistomized protocols

step 1 ClickProtocolat the top taskbato enter the protocol management intéace.
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Protocol Management

Custom Protocol Custom Protocol 1 -
Protocol Name Custom 1
Stream Type ~|Sub Stream
Type RTSP - RTSP -
Transfer Protocol Auto - Auto -
Port 554 554
Path

Example: [Type]:/TIP Address]:[Port]/Path]

Apply

Figure 3-4 Protocol Management

Step 2 Selectthe protocol type of transmission and choose the transfer protocols.

® Type:The network camera adopting custom protocol must support getting stream through
standardRTSP.

® Path:you have to contact thenanufacturer ofthe network camera to consult the URL
(uniform resource locator) for getting main stream and -stieam.

® The format of the URL is: [Type]://[IP Address of the network camera]:[Port]/[Path].
® Examplertsp://192.168.1.55:554/ch1/main/av_stim.

[ilnore

The protocol type and the transfer protocols must be supported by the connéPteaimera.

Result:

Step 3 After adding the customized protocols, you can see the protocol name is listed in the
drop-down list
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Chapter 4 Camera Settings

4.1 Configur e OSD Settings

Purpose:

You can configure the OSD (€areen Display) settindsr the camera, including dateme,
camera name, etc.

Step 1 Go toCamera> Display.
Step 2 Select the camer&rom the dropdown list
Step 3 Edit thename in theCamera Naméext field.

Step 4 Check the checkbox of 8hDisplay NameDisplay Dateand Display Weekf you want to show
the information on the image.

Step 5 Set the date format, time format, and display mode

Camera [D2] IPdome

Camera Name IPdome

OSD Settings v
Display Name
1 Display Date
08-28-2017 Mon 16: 32: 45 Display Week
Date Format MM-DD-YYYY
Time For... 24-hour
Display M... Non-Transparent & No ~
Image Settings >
Exposure >
Day/Night Switch >

Backlight >

Image Enhancement D,

Apply

Figure 4-1 OSD Configuration Interface

Step 6 You can use the mouse to click and drag the text frame optéeiew window to adjust the
OSD position.

Step 7 Click theApply button to apply the settings.
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4.2 Configur e Privacy Mask
Purpose:

The privacy mask cde used to protecpersonalprivacy by concealing parts of the image from
view or recordiig with a masked area.

Step 1 Go toCamera>Privacy Mask
Step 2 Select the camera to set privacy mask.
Step 3 Click the checkbox @nableto enable this feature.

Step 4 Use the mouse to draw a zone on the window. The zones will be marked with different frame
colors.

Camera [D6] Camera 01

Enable

08-23-2017 Wed 11:52:49
Clear Area 1

[[] Clear Area 2

[[] Clear Area 3

[ Clear Area 4

Canera DY Aag

Clear All

Apply

Figure 4-2 Privacy Mask Settings Interface

EE] NOTE

Up to 4 privacy masks zones can be configured and the size of each area can be adjusted.
Related Operation:

The configured privacy mask zones on the window can be cleared by clicking the corresponding
Clear Zone# icons on the right side of the window, or cliClear Allto clear all zones.

Step 5 ClickApply to save the settings.
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4.3 Configur e the Video Parameters

Purpose:

Youcan customize the image parametengludingthe brightness, contrast, saturaticior the live
view and recordingffect.

Step 1 Go toCamera> Display.
Step 2 Select the camer&rom the dropdown list

Step 3 Adjust the slider orleck on theup/down arrow to setthe value ofthe brightness contrast or
saturation

Step 4 ClickApplyto save the settings.

4.4 Configur e the Day/N ight Switch

The camera&an be set to day, night or auto switade according to theurrounding
illumination conditions

Step 1 Go toCamera> Display.
Step 2 Select the camer&rom the dropdown list
Step 3 Select the day/night switch mode @ay, Night, Auto or Auto-Switch

Auto: The camera switches between the day mode and the night mode according to the
illumination automatically.

The sensitivity ranges from 0 toanhdthe highersensitivity results inthe more easily to trigger
the mode switch

Theswitchtime refers to the mterval time between the day/night switch. You can set it from 5
sec to 20 sc

Auto-Switch The camerawitches theday mode and the night modeccording to the start
time and end time you set.

Step 4 Click theApply to save the settings.

4.5 Configur e Other Camera Parameters

For the connected camera, you ceonfigurethe cameraparametes including theexposure mode,
backlightand image enhancement.

Step 1 Go toCamera> Display.
Step 2 Select the camer&om the dropdown list

Step 3 Configure the camera parameters.
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® ExposureSet the exposure time (1/10000 to 1 seccamera The larger exposure value
results in thebrighterimage.

® BacklightSet the wide dynamic range (0 to 100) of the cam&vaen the surounding
illuminationand the object have larger difference in brightness, you should set the WDR
value.

® Image Enhancemenkor optimized image contrast enhancement

Step 4 Click theApply to save the settings.
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Chapter 5 Live View

Live view shows you the video image getting from each camera in real timeleVioe

automatically enters Live View mode when powered on. It is also at the very top of the menu
KASNI NOKés> G(GKdza LINBaaiAy3d GKS 9{/ YbryigsyoiitoY S a
the Live View mode.

5.1 Start Live View

Step 1 The systenautomaticallyenters the live view interface when starts up, or you chckdahe

on the main mem barto enter the live view interface.

Step 2 Click to select a window for live view.

Step 3 Double clickhe IP camera on the left list to start playing the live video.

Figure 5-1 Live View

Step 4 You can se the toolbarat the window bottom to realize the capture, instant playback, audio
on/off, digital zoom, live view strategghowinformation and start/stop recording, etc.

5.1.1 Digital Zoom

Digital Zooms forzoomingin the live imageYou carzoom in the image tdifferent proportions
(1 to16X).

Step 1 In the live view modeglick | from the toobar to enterthe digital zoom interface.
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Step 2 You can mo@the sliding baor scroll the mouse wheel teoom irfout the image to different
proportions (1 tol6X)

Figure 5-2 Digital Zoom

5.1.2 3D Positioning

3D Positioning (for | seriekvice is for zooming in/out the specific area of live image.

30
Step 1 In the live view modeglick the @ to enter the3D positioningnode.
Step 2 Operate thezoom in/out in the image.
® Zoomin

Use the left key of mouse to click on the desired position in the video image and drag a
rectangle aea in the lower right directiotto realize zoom in.

® Zoom out

Use the left key of mouse to drag a rectangle area in theeupeft direction to move the
position to the center anénablethe rectangle area to zoom out.

5.1.3 Live View Strategy

Step 1 In the live view mode,lick to enter the digital zoom operation interface in full screen
mode.

Step 2 Selectthe live view strategy t&Realtime, Balancedor Fluency
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5.2 Configure Live View Settings

Live View settings can be customized according to different needs. You can configure the output
interface, dwell time for screen to be shown, mute or turning on theiauthe screen number for
each channel, etc.

Step 1 Go toSystem> Live View> General

Video Output Interface VGAMHDMI v Event Output VGAHDMI

Live View Mode 272 E Full Screen Monitoring Dwell Time 10s

Dwell Time Ss

Enable Audio Output

Volume 1 -5

Apply

Figure 5-3 Live ViewGeneral

Step 2 Configure the live view parameters

® Video Output InterfaceSelectthe videooutput to configure.
® Live View ModeSelectthe display mode folive view, e.g., 2*2, 1*5, etc.

® Dwell Time:The time in seconds tdwell between switching o€amerasvhen enabling
auto-switch in Live View.

® Enable Audio OutputEnable/disable@audio output for the selected video output.

® \olume: Adjust the volume of live view, playback and tway audio for the selected output
interface.

® Event Output:Selectthe output to show event video.
® Full Screen Monitoring Dwell Tim&et tie time in seonds to show alarm event screen.

Step 3 Aick OKto save the settings.

5.3 Configure Live View Layout

Step 1 Go toSysten» Live ViewView Settings
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Video Oulput Interface VGAMHDMI

Ia)
A

Camera No Camera Name

D1 IPCamera 01

D2 IPdome

0 BEdEEEDEE

P:1/16 2

Figure 5-4 Live View

Step 2 Select the videoutput interface e.g.,HDMI VGAor channelzero.

Step 3 Select a window division modeom the toolbar.

Step 4 Selecta division windowand doubleclick on the camerfrom the listto set the camera to the

window.

You can enter theumberin the text field to quickly search theamerafrom the list.

EEI NOTE

You can also clieknd-drag the camera tthe desired window on the live view mtface to set the

camera order.
Related Operation

T o
® dick >| putton to start live view for all the channels

® dick [@

to stop all the live view.

Step 5 ClickApply to save the setting
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5.4 Configure Auto -Switch of Cameras

You can set the autewitch of cameras to play in different display modes.
Step 1 Go toSystem> Live View> General
Step 2 Set the video output interface, live view mode and dwell time.

® Video Output InterfaceSelectthe videooutput interface
® Live Vew Mode: Selectthe display mode folive view, e.g., 2*2, 1*5, etc.

® Dwell Time:The time in seconds tdwell between switching of cameraghen enabling
auto-switch. The range is from 5s to 300s.

Step 3 Go toView Settinggo set the view layout.

Step 4 ClickOKto save the settings.

5.5 Configure Channel-Zero Encoding

Purpose:

Youcanenable thechannetzero encodingvhenyou need to get a remote view of many channels
in real time from web browser or CMElient Management System) software, in order to decrease
the bandwidth requirement witbut affecting the image quaiit

Step 1 Go toSystem> Live View> General
Step 2 Select the video output interface ©@hannelZera
Step 3 Go toSystem> Live View>ChannelZera

Step 4 Check the checkbox to enable the channeto.

Enable Channel-Zero Encoding

Frame Rate Full Frame -
Max. Bitrate Mode General -
Max. Bitrate(Kbps) 1792 v

Figure 5-5 Live ViewChannelZzero Encoding

Step 5 Configure theFrame RateMax. Bitrate Modeand Max. BitrateThehigher frame rate and
bitrate settings result in the higher requirement lodndwidth

Step 6 ClickApply.
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Result:

Yau can view all of the channels in one screen using the CMS or web browser.

5.6 Use an Auxiliary Monitor

Certainfeatures of the Live View are also available while in an Aux monitor. These features include:

Single ScreerSwitch to a full screen display of the selected camera. Camera can be selected
from a dropdown list.

Multi -screen:Switch between different displdgyout options. Layout options can be selected
from a dropdown list.

Next ScreenWhen displaying less than the maximum number of cameras in Live View, clicking
this feature will switch to the next set of displays.

PlaybackEnter into Playback mode.
PTZControl Enter PTZ Control mode.
Main Monitor: Enter Main operation mode.

[ilnore

In the live view mode of the main output monitor, the menu operation is not available while Aux
output mode is enabled.
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Chapter 6 PTZ Control

6.1 PTZ Control Wizard

Before you start

Pleasanake sure the connected IP camera supports the PTZ function and is properly connected.

Purpose

Follow the PTZ control wizard to guide you throughbhsicPTZ operation.

Step 1 Click = on the quick settingtoolbar of the PTZ camera live view. The PTZ control wizard

pops up as below.

PTZ Control Wizard

1. Drag the image to adjust PT... 2. Click in the image to focus a...

.

3. Scroll up/down to zoom infout. 4. Click the lower-right corner ic...
1+
¥ -

Figure 6-1 PTZ Control Wizard

Step 2 Follow the wizard to adjust the PTZ view, focus, and zoom in/out the camera.

Step 3 (Optional) Checko not show this prompt again
Step 4 ClickOKto exit.

6.2 Configur e PTZ Parameters

Purpose

Follow the procedure to set the pameters for PTZ. The configion of the PTZ parameters

should be done before you control the PTZ camera.
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Step 1 Aick on the quick settings toolbar of the PTZ camera live viee.PTZ contrgbanel
displays on the right of the interface

Step 2 ClickPTZ Parameters Settings set the PTZ parameters.

PTZ Parameter Settings

PTZ Protocol PELCO-C -

Address 0

Address range: 0~255

Figure 6-2 PTZParameters Settings

Step 3 Hit the parameters of the PTZ camera.

Tilnore

All the parameters should be exactly the same as the PTZ camera parameters.

Step 4 ClickOKto save the settings.

6.3 SetPTZ Presets, Patrols & Patterns

Before you start:

Please make sure that the presets, patrols and patterns should be supported by PTZ protocols.
6.3.1 Set a Preset

Purpose:

Follow the steps to set thpreset location which you want theTZ camera to point to when an

event takes place.

Step 1 Aick on the quick settings toolbar of the PTZ camera live view.
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The PTZ contrghaneldisplays on the right of the interface

Step 2 Use the directional buttoson the PTZ control pan wheel the camera to the location
where you want to set preseand thezoom and focus operations can be recorded in the
preset as well.

Step 3 dick . in the lower right corner of live view to set the preset.

1 ~ | Preset1 Call Apply Cancel
Figure 6-3 St Preset

Step 4 Slect the preset No(1~255)from the drop-down list.
Step 5 Enter the presetname in thetext field.

Step 6 Aick Apply to savethe preset

Step 7 Repeat step2-6 to save more presets.

Step 8 (Optional) Gick Cancelo cancel the location information of the preset.

Step 9 (OptionaI)CIick. in the lower right corner of live view to view the configured presets.

No available preset. No available preset. No available preset. No available preset.

Figure 6-4 View the Configured Presets

6.3.2 Call a Preset

Purpose:

This feature enables the camera to point to a specified position such as a window when an event
takes place.

Step 1 Aick on thequick settings toolbar of the PTZ camera live view.

Step 2 Qick . in the lower right corner of live view.
Step 3 Select the preset No. from the dredown list.

Step 4 ClickCallto call it.

1 ~ | Preset1 Call Apply Cancel
Figure 6-5 Call Preset (1)

Or click . in the lower right corner of live view, and click the tigared preset to call it.
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No available preset

No available preset.

Figure 6-6 Call Preset?)

No available preset. No available preset

6.3.3 Set aPatrol

Purpose:

Patrols can be set to move the PTZ to different key points and have it stay there for a set duration
before moving on to the next key point. The key points are corresponding to the presets.

Step 1 Aick = onthe quick settings toolbar of the PTZ camera live view

The PTZ contrgbaneldisplays on the right of the interface
Step 2 Qick Patrolto configure patrol.

Aux Function Patrol Pattern
Patrol1
W Set ® call ® stop
Figure 6-7 Patrol Configuration
Step 3 Selectthe patrol No.in the text field.

Step 4 Aick Setto enter the Patrol Settings interface.

Patrol Settings-Patrol 1

X
+Xtd
No Preset Speed Duration Edit
1 Preset 1 1 15
2 Presei2 1 15

Apply Cancel

Figure 6-8 Patrol Settings

Step 5 Click + to add keypoint for the patrol.
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KeyPoint
Preset Preset 1 -
Speed 1 >
Duration 15 >

Apply Cancel

Figure 6-9 KeyPoint Configuration

1) Configure key point parameters

Preset:It determines the order at which the PTZ will follow while cycling through the patrol.
Speed It defines the speed at which the PTZ will move from one key poithigtmext.

Duration: It refers to the time span to stay at the corresponding key point.

2) ClickApply to save the key poimtto the patrol.

Step 6 (Optiona) Click to edit the added key point.

KeyPoint
Preset Preset 1 -
Speed 1 =
Duration 15 >

Figure 6-10 Hit Key Point

Step 7 (Optiona) Select a key point and click to deleteit.

Step 8 (Optional)Qick t or 4 to adjust the key point order.
Step 9 dick Applyto save the settings of the patrol.

Step 10 Repeat steps & to set more patrols.

6.3.4 Call a Patrol

Purpose:

Calling a patrol makes the PTZ to move accorttinige predefined patrol path.

Step 1 dick on the quick settings toolbar of the PTZ camera live view.
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The PTZ contrghaneldisplays on the right of the interface
Step 2 dick Patrolon the PTZ control panel.

Aux Function Pattern

Patrol1

3 Set ® call ® stop
Figure 6-11 Patrol Configuration

Step 3 Select a patrol ithe text field.
Step 4 Aick Callto call it

Step 5 (Optional) Gck Stopto stop calling it.
6.3.5 Set aPattern

Purpose:

Patterns can be set by recording the movement of the PTZ. You can call the pattern to make the
PTZ movement aocding to the predefined path.

Step 1 Aick on the quick settings toolbar of the PTZ camera live view.
The PTZ contrghaneldisplays on the right of the interface
Step 2 dick Patternto configure pattern.

Aux Function Patrol

Pattern1

® Record ® Call @® stop
Figure 6-12 Pattern Configuration

Step 3 Slectthe pattern No.in the text field.
Step 4 St the pattern.
1) ClickRecordto start recording.
2) Qick corresponding buttonsn the controlpanelto move the PTZ camera
3) dick Stopto stoprecording
The movement of the PTZ is recorded as the pattern.

Step 5 Repeat steps 34 to setmore patterns.
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6.3.6 Call a Pattern

Purpose:

Follow the procedure to move the PTZ camera according to the predefined patterns.

Step 1 dick on the quick settings toolbar of the PTZ camera live view.
The PTZ contrgdaneldisplays on the right of thanterface
Step 2 dick Patternto configure pattern.

Aurx Function Patrol

Pattern1

® Record ® Call ® stop

Figure 6-13 Pattern Configuration

Step 3 Select goatternin the text field.
Step 4 dick Callto call it
Step 5 (Optional) Gck Stopto stop calling it.
6.3.7 Set Linear Scan Limits
Before you start:
Please make sumhe connected IRamera supports the PTZ function, and is properly connected.

Purpose:

The linear scan can be enabled to trigger the scan in the horizontal direction in the predefined
range

ilnore

This function is supported by some certain models.

Step 1 Aick on the quicksettings toolbar of the PTZ camera live view.
The PTZ contrgdaneldisplays on the right of the interface

Step 2 dickthe directional buttors to wheel the camera to the location where you want to Hes
limit, and click_eft Limitor Right Limitto link the bcation to the corresponding limit.
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Tilnore

The speed dome starts linear scan from the left limit to the right limit, and you sathe left
limit on the left side of the right limit, as well the angle from the left limit to the right limit should
be no more han 180°.

6.3.8 Call Linear Scan
[:B]NOTE

Before operating this function, make sure the connected camera supports the linear scaniand
HIKVISION protocol.

Purpose:

Follow the procedure teall the linear scan in the predefined scan range

Step 1 dick on the quick settings toolbar of the PTZ camera live view.
The PTZ contrgbaneldisplays on the right of the interface
Step 2 ClickLinear Scaro start the linear scan and clidkagain to stop it.

Step 3 (Optional) Gck Restoreto clear the defined left limit and righinhit data

[Tilnore

Rebootthe camerato take the settingsinto effect.

6.3.9 One-touch Park
I::B]NOTE

Before operating this function, make sure the connected camera supports the linear scaniand
HIKVISION protocol.

Purpose

For some certain model of the speed domegah be configuredb start a predefined park action
(scan, presetpatrol and etc.)automatically after a period of inactivity (park time).

Step 1 dick on the quick settings toolbar of the PTZ camera live view.
The PTZ contrgbaneldisplays on the right of the interface
Step 2 Aick Park (Quick PatrollPark (Patrol 1)or Park (Preset 1fo activate the park action.

Park (Quick Patrol)The dome starts patrol from the predefined preset 1 to preset 32 in
order after the park timeThe undefined preset will be skipped.
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Park (Patrol 1).The dome starts moving according to the predefined patrpath after the
park time.

Park (Preset 1)The dome moves to the predefined preset 1 location after the park time.

Tilnore

The park time can only be seathe speed dome configuration interfacéhe value is 5by
default.

Step 3 dick StopPark (Quick Patro))Stop Park (Patrol 1)or StopPark (Preset 1jo inactivate it

6.4 Auxiliary Functions
Before you start

Please make sumie connected IP camera supports the PTZ function, and is properly connected.
Purpose

You can operate the auxiliary functions includinght, wiper, 3D positioning, and center on the PTZ
control panel.

Step 1 Aick on the quick settings toolbar of the PTZ camera live view.

The PTZ contrgdaneldisplays on the right of the interface
Step 2 dick Aux Function

Patrol Pattern

Figure 6-14 Aux FunctiorConfiguration

Step 3 dick the icons to operate the aux functior®ee the table for the description of the icons.
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Table 6-1 Description of Aux Functions Icons

Description

Light on/off

Wiper on/off

3D positioning

Center
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Chapter 7 Sorage

7.1 Storage DeviceManagement
7.1.1 Install the HDD

Before startup of the device, install and connect the HDD to the device. Refer to the Quick Start
Guide for the installation instructions.

7.1.2 Add the Network Disk
You can add the allocated NAS or disk of IP SARMce and use it as network HDDp to 8
network disks can be added.
Add ing NAS
Step 1 Go toStorage> Storage Device
Step 2 dick Addto enter the Custom Addnterface.
Step 3 Select the NetHDD from the dragown list.
Step 4 Select the type to NAS.
Step 5 Enter the NetHDD IP address in the text field.
Step 6 ClickSearchto search the available NAS disks.
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Custom Add

MNetHDD NetHDD 1 ~

Type NAS -

NetHDD IP 120 .36 .2 .39

MNetHDD Directory fnas/device1/11| : Search

OK Cancel

Figure 7-1 AddNAS Disk

Step 7 Select the NASisk from the list shown beloywor you canmanually enter thalirectory in the
text field of NetHDD Directory.

Step 8 Click theOKto complete theaddng ofthe NAS disk.
Result
After having successfully added the NAS disk, return to the HDD Information menu. The added
NetHDD will be displayed in the list.
Adding IP SAN
Step 1 Go toStorage> Storage Device
Step 2 dick Addto enter the Custom Addnterface.
Step 3 Select the NetHDD from the drajown list.
Step 4 Select the type tdP SAN
Step 5 Enter the NetHDD IP address in the text field.
Step 6 ClickSearchto search the available IP SAN disks.
Step 7 Select the IP SAN disk from the list shown below.
Step 8 ClickOKto complete theaddng ofthe IP SAN disk.
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Tilnore

Up to 1 IP SAN disk can be added.

Custom Add

NetHDD NetHDD 1 -

Type IP SAN -

NetHDD IP 120 .36 .2 .39

NetHDD Directory ign.2008-06.storos.1-2 : Search

QK Cancel

Figure 7-2 Add IP SAN Disk

Result:

After having successfully added the IP SAN disk, return to the HDD Information meadd€&de
NetHDD will be displayed in the list.

Tilnore

If the installed HDD oNetHDD is uninitialized, please select it and clicktitebutton for
initialization.
7.1.3 Configur e eSATA for Data Storage

When there is an external eSATA device connectatktice youcan configure eSATA fordllata
storage and you can manage the eSATA indkeice

step 1 Aick Storage> Advanced
Step 2 Select the eSATA type to Export or Record/Capture from the dropdown éSATA

® Export use the eSATA for backup.

® Record/Captureuse theeSATA for record/capture. Refer to the following steps for operating
instructions.
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eSATA eSATA1 =

Usage Record/Capture -

Figure 7-3 Set eSATA Mode

Step 3 When the eSATA type is selected to Record/Capture, entesttrage devicénterface.
Step 4 Edit the property of the selected eSATA, or initializernedgiired.

7.2 Storage Mode
7.2.1 Configure HDD Group

Purpose:

Multiple HDDs can be managed in groups. Video from specified channels can be recorded onto a
particular HDD group through HDD settings.

Step 1 Go toStorage> StorageDevice

Step 2 Checlkthe checkbox to select the HOD set thegroup.

+ Add 7 Init Tolal Capacity 1863.03GB Free Space 1702.00GB

W Label Capacity Status Property Type Free Space Group Edit Delete
5 931.52GB Normal RAWV Local 871.00GB 2 x

7 931.52GB Normal RAV Local 831.00GB 1 X

Figure 7-4 Storage Device

Step 3 Qick to enter the Local BD Settings interface.
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Local HDD Settings

HDD No. 5
HDD Property * RAV Read-only Redundan...
Group 1 =2 3 4 5 6 7 8

9 10 11 0012 0013 014 C 15 18

HDD Capacity 931.52GB

Figure 7-5 Local HDD Settings

Step 4 Select the Group number for the current HDD.
Step 5 ClickOK

Tilnore

Regroup the cameras for HDD if the HDD group numbsrasged
Step 6 Go toStorage> StorageMode.
Step 7 Check thecheckbox ofsrouptab.
Step 8 Select the group No. from the list.

Step 9 Check the checkbox to select the IP camera (s) to record/capture on the HDD group.
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Mode Quota ®  Group

Record on HDD Group 2 -

[JIP Camera ~Mp1 [p2 b3 o4 ps [Mpe D7 D8
[Ips [Ip1o ~p11 p12 o1z [Clp14 [dp1s [ID1s
[p17 [Ip1s [Ip19 [[Ip20 [ID21 [ID22 [ D23 [ D24
[Ip25 [D26 [Jp27 [Jp2s [ID29 [D30 [JD31 [ID32
[Ip3z [Ip34 [Ip3s [Ip3e [Ip37 [Ip3s [1D3g [1D40
D41 [ID42 [1D43 (D44 [1D45 [ID46 [ 1D47 [1D48
[Ip4g [Dps0 [Jps1 [Jps2 [IDs3 (D54 [IDs5s [1D56

Figure 7-6 Storage ModeHDD Group

Step 10 ClickApply.

I:E] NOTE

Reboot the device to activate the new storage mode settings.
7.2.2 Configur e HDD Quota
Purpose:

Each camera can be configured with allocated quota for the storage of recorded files or captured
pictures.

Step 1 Go toStorage> Storage Mode
Step 2 Check thecheckbox ofQuotatab.
Step 3 Select a camert setquota.

Step 4 Enter the storage capacity in the text fields\d@x. Record Capacity (GBhd Max. Picture
Capacity (GB)
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Mode ®* Quota Group

Camera [D1] IPCamera 01 -
Used Record Capacity 18.00GB

Used Picture Capacity 2048.00MB

HDD Capacity (GB) 1863

Max. Record Capacity (GB) 1500

Max. Picture Capacity (GB) | 50

Free Quota Space 313 GB

Copy fo Apply

Figure 7-7 Storage ModeHDDQuota

Step 5 (Optional)You carclickCopy toif you want tocopy the quota settings of the current camera to
other camera.

Step 6 Click theApply button to apply the settingsReboot the device to activate the new storage
mode settings.

[ilnore

Whenthe quota capacity is set @ all cameras will use the totahpacity of HDD for record and
picture capture.

7.3 Recording Parameters
7.3.1 Main Stream

The Main Streamefers tothe primary stream that affects data recorded to the hard disk drive and
will directly cetermine your recording qualitgnd image size.

Comparing with the sulstream, the main stream can provide a higher quality video with higher
resolution and frame rate.
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® Frame Rat€FPS Frames Per Secondgfers to low many frames are captured each second
A higher frame rate is advantageous wheer is movement in the video stream, as it
maintains image quality throughout.

® Resolution:iImage resolution is a measure of how much detail a digital image can hold: the
greater the resolution, the greater the level of detail. Resolution can be specHidtka
number of pixelcolumns (width) by the number of pixedws (height), e.g.,1024x768.

® Bitrate: The bit rate (in kbit/s or Mbit/s) is often referred to as speed, but actually defines the
number of bits/time unit and not distance/time unit.

® EnableH.264+ Mode: The H.264+ mode helps to ensure the high video quality with a lowered
bitrate. It can effectively reduces the needlEndwith andHDD storage space.

ilnore

A higher resolutionframe rateand bitrate setting will provide you the better video quality, but it
will also require more internet bandwidth angse more storage space on the hard disk drive.

7.3.2 Sub-Stream

The substream is a second codec that runs alongside the mainstréaatiows ya to reducethe
outgoing internet bandwidth without sacrificing your direct recording quality.

The substream is often exclusively used by smartphone applicationselw live video. Users with
limited internet speeds may benefit most from this setting.

7.3.3 Picture

The picture refers to the live picture capturedantinuous orevent recording tpe.

Picture Quality set the picture quality to low, medium or high. The higher picture quality results
in more storage space requirement.

Interval: the interval of capturimg live picture.

7.3.4 ANR

ANR (AutomatitNetwork Replenishment) functiomhichenables the IP cameta sawe the
recording files in théocal storagevhen the network$ disconnected, andthen the network is
resumed it uploadsthe files to thedevice

Enable theANR(Automatic Network Replenishment) function via the web browser
(Configuration> Storage> Schedule Settings Advanced.

7.3.5 Configure Advanced Recording Settings
Step 1 Go toStorage> ScheduleSettings > Record Schedd@apture Schedule
Step 2 Check the checkbox &nableto enable scheduled recording.

Step 3 ClickAdvancedto set the recorahg parameters.
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Advanced Parameters

Record Audio:

Pre-Record: 5s -
Post-Record: 5s -
Stream Type: Main Stream -
Expired Time (day): 5

Redundant Record/Capliure

Figure 7-8 Advanced Record Settings

® Record Audio Check the checkbox to enable or disable audio rengrdi

® Prerecord: The time you set to record before the scheduled time or event. For example, when
an alarm triggesthe recording at 10:0andif you set the prerecord time as$ seconds, the
camera recordsit 9:59:55.

® Postrecord: The time you set to record after the event or the scheduled time. For example,
when an alarm triggered recording ends at 11.80dif you set the postecord time as 5
seconds, it recals till 11:00:05.

® Expired TimeThe expired time iperiodfor a recoradfile to be kept in the HDDVhenthe
deadline is reached, the file will be deletdflyouset the expired time to @he file will not be
deleted. The actual keeping time for the file should be determined by the capacity of the HDD.

® Redundant Record/CaptureBy enabling redundant record or capture you save the record and
captured picture in the redundant HDD. Sekapte Configue Redundant Recordijand
Capture

® StreamType Main stream and subtream are selectable for recording. When you select
sub-stream, you can record for a longemie with the same storage space.

Step 4 ClickOKto save the settings

7.4 Configure Recording Schedule

Set the record schedule, and then the camera automatically starts/stops recording according to the
configured schedule.

Before you start

Make sure you have installed the HDDs to the device or added the network disks before you want
to store the video files, pictures and log files.

Refer to theQuick Start Guidior the HDDinstallation.
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Refer toChapter7.1.2Add the Network Disfor network HDD connections.
Step 1 Go toStorage> Recording Schedule
Step 2 Select a camera.
Step 3 CheckiEnable Schedule

Step 4 Select &Record TypeThe record type can be Continuous, Motion Detection, Alarmjdidt
Alarm, Motion & Alarm, and Event.

Differentrecording types are configurable.

Continuous:scheduled recording.

Bvent: recording triggered by all event triggered alarm.
Motion: recording triggered by motion detection.

Alarm: recordingtriggered by alarm.

M/A: recording triggered by either motion detection or alarm.
M&A: recording triggered by motion detection and alarm.

® POSEvent recording triggered byPOSand alarm

Step 5 Select a day andick-and-drag the mouse on the time bar to set tihecord schedule.

Camera No. [D1] Camera 01

Enable Schedule [-]

Advanced

B continuous [l Event [ motion B Aam Bma M&A | POS Event None Edit

0 2 4 6 8 10 12 14 16 18 20 22 24

v NN NEN NN,
e NN I N O I O O B B
.
vow [N O T D N N N I I O O
Fr R N N A O O O B BN B B
sat | N N O O I O
son | I I N O I O A B B

[§]

w

-

w

=]

-

Copy to

Figure 7-9 Record Schedule

Step 6 Repeat the above steps to schedule recording or capture for other days in the week.
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Step 7 ClickApply to save the settings.

ilnore

To enable Motion, Alarm, M | A (motion or alarm), M & A (motion and alarm)Erahttriggered
recording and capture, you must configure the motion detection settings, alarm input se¢tinths
other eventsas well.Please refer t&Chapter 11Eventand AlarmSettingsand Chapter 12/CA
EventAlarmfor details.

7.5 Configure Continuous Recording

The picture refers to the live picture capture in continuous or event recording type.
Step 1 Go toCamera>Encoding Parameters Capture
Step 2 Setthe picture parameters.

® Resolution set theresoltion of thepictureto capture.

® Picture Quality set the picture quity to low, medium or high. The higher picture quality results
in more storage space requirement.

® Interval: the interval of capturing live picture.
Step 3 Go toStorage> CaptureSchedule

Step 4 Select the camera toonfigurethe picture capture.

74



Network Video Recorder User Manual

Camera No. [D1] Camera 01

Enable Schedule [

M continuous Il Event I Motion B Aiam Bnmpa M & A None Edit

0 2 4 & 8 10 12 14 16 18 20 22 24

.
vue [N NN I I A O O B B
wea NN N N D N I
vou [N I O O B B B
Fi L
st [N I I O O B B B B B B N
sun NN I I O O BB

~

w

=

o

@

~I

“MNote: Operation is invalid when the number of time segments exceeds the limit (8).

Figure 7-10 Set Picture Capture Schedule

Step 5 Set thepicture capture schedule. Refer to Chapferd ConfigureRecordingScheduldor details.

7.6 Configure Motion Detection Triggered Recording

You can configure the recording triggered by the motletectionevent.
Step 1 Go toSystem> Event >Normal Event > Motion Detection

Step 2 Configure the motion detection and select the channel (s) to trigger the recording when motion
event occurs. Refer to Chaptet.3ConfigureMotion Detection Alarnfor details.

Step 3 Go toCamera> Encoding Parameters Recording Parameters

Step 4 Sd the eventmain stream/sub-stream recordingparametersfor the camera.
Step 5 Go toStorage> Recording Schedule

Step 6 Select the record type tMotion.

Step 7 Setthe schedule for the motion detection triggered recording. Refer to Chap#€onfigure
RecordingScheduldor details.
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7.7 Configure Event Triggered Recording

You can configure the recording triggered by the motietection, vehicle degction,line crossing
detection, etc.

Step 1 Go toSystem> Event

Step 2 Configure the event detection and select the channel (s) to trigger the recording when event
occurs. Refer t&€hapter 1 Eventand AlarmSettingsand Chapter 12/CAEventAlarmfor
details

Step 3 Go toCamera>Encoding Parameters Recording Parameters

Step 4 Sd the eventmain stream/sub-stream recordingparametersfor the camera.
Step 5 Go toStorage> Recording Schedule

Step 6 Selectthe record type taEvent

Step 7 Setthe schedule for the event triggered recording. Refer to ChaptéConfigureRecording
Scheduldor detalils.

7.8 Configure Alarm Triggered Recording

You can configure theecording triggered by the motiodetection, vehicle detection, line crossing
detection, etc.

Step 1 Go toSystem> Event>Normal Event > Alarm Input

Step 2 Configure thealarm inputand select the channel (s) to trigger the recording when alarm occurs.
Refer toChapter 11Eventand AlarmSettingsand Chapter 12/CAEventAlarmfor details

Step 3 Go toCamera>Encoding Parameters Recording Parameters

Step 4 Sd the eventmain stream/sub-stream recordingparametersfor the camera.

Step 5 Go toStorage> Recording Schedule

Step 6 Select the record type tdlarm.

Step 7 Setthe schedule for the alarm triggered recording. Refer to Chapi#éConfigureRecording
Scheduldor details.

7.9 Configure POS Event Triggered Recording

You can configure the recording triggered by the connected POS event, such as the transaction,
etc.

Step 1 Go toSystem>POS Settings
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Step 2 Configure the POS and select the channel (s) ifctrent Linkagéo trigger the recording when
POS event occurRefer toChapter 13or details.

Step 3 Go toCamera> Encoding Parameters Recording Parameters

Step 4 Sd the eventmain stream/sub-stream recordingparametersfor the camera.
Step 5 Go toStorage> Recording Schedule

Step 6 Select the record type tBOS Event

Step 7 Setthe schedule for the POS event triggered recording. Refer to Ch@pt€onfigure
RecordingScheduldor details.

7.10 Configure Picture Capture

The picture refers to the live picture capture in continuous or event recording type.
Step 1 Go to Camera>Encoding Parameters Capture
Step 2 Setthe picture parameters.

® Resolution set theresoltion of thepictureto capture.
® Picture Quality set the picture quality to low, medium or high.
® Interval: the interval of capturing live picture.

Step 3 Go toStorage> CaptureSchedule

Step 4 Select the camera toonfigurethe picture capture.
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Camera No.

Enable Schedule []

00

00
Wed

[D1] IPCamera 01

Motion & Alan - (| Delet.. X Delele
Blconti...  Event [MMotion WAarm M| A M&A
00 02 04 06 08 10 12 14 16 18 20 22 24

00 02 04 06 08 10 12 14 16 18 20 22 24
Thu

00 02 04 06 08 10 12 14 16 18 20 22 24
Fri

00 02 04 06 08 10 12 14 16 18 20 22 24
Sat

00 02 04 06 08 10 12 14 16 18 20 22 24
Sun

00 02 04 06 08 10 12 14 16 18 20 22 24

Holiday
00 02 04 06 08 10 12 14 16 18 20 22 24
copyo

Figure 7-11 Set Picture Capture Schedule

Step 5 Set thepicture capture schedule. Refer to Chapfed ConfigureRecordingscheduldor detalils.

7.11 Configur e Holiday Record ing and Capture

Purpose:

Follow the steps to configure the record or capture schedule on holiday for that year. You may
want to have different plan for ording and capture on holiday.

Step 1 Go toSystem> Holiday Setting.

Step 2 Select a holiday item from the list and c@.
Step 3 Check theEnableto configurethe holiday.
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Edit

Enable

Holiday N... Holiday1

Mode By Month

Start Date Jan - 1

End Date Feb - 8

Figure 7-12 Edit Holiday Settings

1) Edit theholidayname

2) Select the mode to by date, lyeekor by month.
3) Set the start and end datef the holiday.

4) ClickOK

Step 4 Setthe schedule for the holiday recording. Refer to ChaptérConfigureRecordingSchedule
for details.

7.12 Configur e Redundant Recording and Capture

Purpose:

Enabling redundant recording and capture, which means saving the record files and captured
pictures not only in the R/W HDD but also in the redundant HDD, will effectively enhance the data
safety and reliability. .

Tilnore

You must set thatorage mode toGroupbefore you set the HDD property to Redundgiror
detailed information, please refer tGhapter7.2.1ConfigureHDD GroupThere should be at least
another HDDwhich is in Read/Write status.

Step 1 Go toStorage> Storage Device

Step 2 Selectan HDDfrom the listand dick to enter the Local BD Settings interface.

Step 3 Set the HDD property tBedundancy
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HDD No.

Group

HDD Property

HDD Capacity

Local HDD Settings

RANV Read-only

1 @2 3 4 5 6 7
9 0011 012 013 0014 015
931.52GB

* Redundan...

16

Cancel

Figure 7-13 HDDPropertyRedundancy

Step 4 Go toStorage> ScheduleSettings > Record Schedu@apture Schedule

Step 5 ClickAdvancedio set thecamera recorthg parameters.

Advanced Paramelers

Record Audio:
Pre-Record: 5s =
Post-Record: 53 -
Stream Type: Main Stream -
Expired Time (day): 5

[[IRedundant Record/Capture

Cancel

Figure 7-14 RecordParameters

Step 6 Check thecheckboxof Redundant Record/Capture

Step 7 ClickOKto save settings.
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Chapter 8 Disk Array

Purpose

Disk arayis a data storage virtualization technology that combines multiple physical disk drive
components into a single logical unit. An array stores data over multiple HDDs to provide enough
redundancy so that data can be recovered if one disk fails. Dataligdistl across the drives in

one of several ways called "RAID levels", depending on what lexedwfidancyand performance

is required.

8.1 Create Disk Array

Purpose

The device suppostthe disk arraythat is realized by software. You can enable the RAID function as
required. Two ways are available for creatargay. onetouch configuration and manual
configuration. The following flow chart shows the proceEsreatingarray.

8.1.1 Enable RAID
Purpose
Perform the following steps tenable the disk array function.

Step 1 Go toStorage > Advanced

Overwrite

eSATA eSATA1

Usage Record/Capture
Enable HDD Sleeping

Enable RAID

Use the enterprise-class HDD.

Figure 8-1 Advanced

Step 2 CheckEnable RAID
Step 3 ClickApply.

Step 4 Reboot device to take effect the settings.
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8.1.2 One-Touch Creation

Purpose

Onetouch configuration helps you to quickly create the disk array. By default, the array type
created by oneouch configuration is RAID 5.

Before you start

® Enable RAID function. For details, refer to ChatérlEnable RAID

® Install at least 3 HDDB.more than 10 HDDs are installed, 2 arrays will be credieanaintain
reliable and stable running of the HDDs, it is recommended to use entedprisEHDDs wit
the same model and capacity.

Step 1 Go toStorage > RAID Setup > Physical Disk

2 2794 52GB
5 1883.02GB
9 2794.52GB
10 1863.02GB

One-touch Config | Create

Capacity

1 1863.02GB

Normal
Normal
MNormal
Normal

Normal

Functional
Functional
Functional
Functional

Functional

ST2000VX000-1CU164
ST3000VX000-3YW166
ST2000VX000-1CU164
ST3000VX000-1CU1E6
ST2000VX000-1CU164

None
None
None
None

None

Step 2 ClickOnetouch Config

Step 3 Edit the array name iArray Nametext filed and clickOKto start configuring.

[:IE NOTE

If you install 4 HDDs onore, a hot spare disk for arraybailding will be created.

Step 4 A message box will pop up when the array creation is completed @Kadh it.

Step 5 Optionally, the device will automatically initialize the created array. Gatdwage > RAID

Figure 8-2 Physical Disk

Setup > Arrayiew the information of created arrray.

8.1.3 Manual Creation

Purpose

Manually create the array of RAID 0, RAID 1, RARABD 6, and RAID 10.

Step 1 Go toStorage > RAID Setup > Physical Disk

Step 2 ClickCreate
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Create Array
Array Name
RAID Level RAID 5
Initialization Type Initialize (Fast)
Physical Disk [ 2 s ] 1o
Array Capacity (Estimated): 0GB
OK Cancel

Table 8-1 Create Array

Step 3 Enter the array name.

Step 4 SelectRAID LeveasRAID 0, RAID 1, RAIDMAIDG, or RAID10 as required.

Step 5 Select the physical disks to constitute array.

RAID Level
RAID O
RAID 1
RAID 5
RAID 6
RAID 10

Step 6 ClickOK

Table 8-2 Required Numbeof HDD

Required Number of HDD
At least 2 HDDs.
At least 2 HDDs.
At least 3 HDDs.
At least4 HDDs.

The number of HDDnust be an even ranges frono4l6.

Step 7 Optionally, the device will automatically initialize the created array. Gatémage > RAID
Setup > Arrayiew the information of created arrray.

No Name
1 Array01

Free Space
3725/3725G

Physical Disk Hot S...
1510

Status Level Rebuild Delete

Functional RAID S

Task

Initialize (Fasf)(Running) 43%

Figure 8-3 Array List
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8.2 Rebuild Array

Purpose

The status of arraincludes Functional, Degraded and Offline. To ensure the high security and
reliability of the data stored in array, you should take immediate and proper maintenance at arrays
according their status.

® Functional: No disk loss in the array.
® Offline: The numbeof lost disks has exceeded the limit.

® Degraded: If amount of HDD fail in arrayray degradesyou should recover it to Functional by
array rebuilding.

8.2.1 Configure Hot Spare Disk
Purpose
Hot spare disks are required for disk array automatic rebuilding.

Step 1 Goto Storage > RAID Setup > Physical Disk

W No. Capacity  Array Type Status Model Hot Spare Task
1 1863.02GB Array01 Array Functional ST2000VX000-1CU164 Neone
12 2794.52GB Mormal Functional ST3000VX000-3YW166 None
5 1863.02GB Array01 Array Functional ST2000VX000-1CU164 None
9 2794.52GB Normal Functional ST3000VX000-1CU166 None

10 1863.02GB Array01 Array Functional ST2000VX000-1CU164 None

Figure 8-4 Physical Disk

Step 2 Click of an available HDD to set it as the hot spare disk.

8.2.2 Automatically Rebuild Array
Purpose
The device can automatically rebuild degraded arrays with the hot spare disks.
Before you stat
Qreate hot spare disks-or details, refer taChapter8.2.1ConfigureHot Spare Disk

Step 1 The device will automaticallgbuild the degraded arrays with the hot spare disks. Go to
Storage > RAID Setup > Arrmyview rebuilding progress.
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No. Name Free Space Physical Disk Hot Spare Status Level Rebuild  Delete Task

1 Array01 3725/3725G 2510 Degraded  RAIDS x Rebuild(Running) 0%

Figure 8-5 Array List

8.2.3 Manually Rebuild Array

Purpose

If no hot spare disks are configured, rebuild ttegraded array manually.
Before you start

At least one available physical disk should exist for rebuilding the array.

Step 1 Go toStorage > RAID Setup > Array

No. Name Free Space Physical Disk Hot Spare Status Level Rebuild Delete Task

1 Array01 3725/3725G 5 10 Degraded RAID 5 X MNone

Figure 8-6 Array List

Step 2 Click - of degraded array.

Rebuild Array
Array Name Array01
RAID Level RAID 5
Array Disk 5 10
Physical Disk 2 9

o

Figure 8-7 Rebuild Array
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Step 3 Select the available physical disk.
Step 4 ClickOK

Step5ClickOK2 y (G KS LJR2LJ dzLJ YSaal 3
NBEodzZAf RAY3IE d

(0p))
(@]
N
m/
Q
(6]
No

y2 04 dzy LX dz3

8.3 Delete Array
I:E] NOTE

Deleting array will delete all the data saved in it.

Step 1 Go toStorage > RAID Setup > Array.

No. Name Free Space Physical Disk Hot Spare Status Level Rebuild Delete Task

1 Array01 3725/3725G 5 10 Degraded RAID 5 X None

Figure 8-8 Array List

Step 2 Click * of array to delete.

Confirm

l? The removal of the array will cause ALL data on
it to be deleted. Continue?

Yes MNo

Figure 8-9 Attention

Step 3 ClickYeson the popup message box.

8.4 Check and Edit Firmware

Purpose

You can view the information of the firmware agedtthe background task speed on the Firmware
interface.

Step 1 Go toStorage> RAID Setupr Firmware
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Version 1.1.0.0003
Physical Disk Count 16

Array Count 16

Virtual Disk Count 0

RAID Level 015610

Hot Spare Type Global Hot Spare
Support Rebuild Yes

Background Task Speed Medium Speed

Figure 8-10 Firmware

Step 2 Optionally, set theBackground Task Speed
Step 3 ClickApply.
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Chapter 9 File Management

9.1 Search and ExportHuman Files

9.1.1 SearchHuman Files
Purpose
Fecifydetailed conditions to seardnumanfiles.

Before you start

Configure human body detection function for the cameras you want to search and export human

files.

Step 1 Go toFile ManagementHuman File

Step 2 ClickShow Moreandspecify detailed conditions, includingrie, camerapeople appearance,

etc.
Time Custom - 2018-03-16 00:00:00 2018-03-16 23:59:59
Camera [All] Camera
Age None - Glasses None
Bicycle None - Backpack None

Figure 9-1 Search Conditions

Step 3 ClickSearchto display resultsThe matched files are displayed in thumbnail or list.

Step 4 SelectTarget Pictureor Source Picturén menu barto displayrelated pictures only Select

Videoor Pictureto specify the file type.

® Target PictureDisplay the search results of people clage

® Source PictureDisplay the search results of original picture captured by camera.

® Group Sort the search results by selected item.

9.1.2 Export Human File s
Purpose

Export files for backup purposes using USB device (USB flash drive, USB HDD, USB optical disc

drive), SATA optical disc drive or eSATA HDD.

Step 1 Search for thdhumanfiles toexport. For details, se@.1.1SearciHumanFiles.

Step 2 Clickfiles and clickExport
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Path Settings X
Device Name USE Flash Disk 1-1 - . - 3
Name Size  Type Edit Date Delete
I mobil.... Folder 25-08-2017 16:24:42 X
I printscr Folder 25-08-2017 16:24 42 X
1-guo... 6075.06KB  File 25-08-2017 20:32:14 X
2-guo... 6075.06KB  File 25-08-2017 21:08:56 X
51-gu... 6075.06KB  File 25-08-2017 21:17:52 X
52-gu... 6075.06KB  File 25-08-2017 21:18:04 X
53-gu... 6075.06KB  File 25-08-2017 21:18:18 X
54-gu... 6075.06KB  File 25-08-2017 21:18:28 X
New Folder Format Free Space 14.33GB
Backup type MP4
OK Cancel

Figure 9-2 ExportFiles

Step 3 ClickOKto export pictures to backup device

9.2 Search and ExportVehicle Files
9.2.1 SearchVehicle Files

Purpose

Jecify detailed conditions to searetehiclefiles.

Before you start

Configure vehicle detection function for the cameras you wanetrsh and export vehicle files.
Step 1 Go toFile Management Vehicle Files

Step 2 ClickShow Moreand specify detailed condiins, including time, cameyaehicle appearance,
etc.
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Time Custom - 2018-03-16 00:00:00 2018-03-16 23:59:59
Camera [All] Camera -
Parent Brand MNone - Plate No.

Vehicle Color None - Vehicle Mode None -
Area/Country None -

Figure 9-3 Advanced Search

Step 3 ClickSearchto display resultsThe matched files ardisplayed in thumbnail or list.

Step 4 SelectTarget Pictureor Source Picturén menu barto displayrelated pictures only Select
Videoor Pictureto specify the file type.

® Target PictureDisplay the search results e¢hiclecloseup.
® Source PictureDisplay the search results of original picture captured by camera.
® Group Sort the search results by selected item.

9.2.2 Export Vehicle Files

Purpose

Export files for backup purposes using USB device (USB flash drive, USB HDD, USB optical disc
drive), SATA optal disc drive or eSATA HDD.

Step 1 Search for thevehiclefiles toexport For details, seB.2.1SearchVehicleFiles.

Step 2 Clickfiles and clickExport
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Path Settings X
Device Name LISB Flash Disk 1-1 - T - 3
MName Size  Type Edit Date Delete
1 mobil... Folder 25-08-2017 16:24:42 X
~I printscr Folder 25-08-2017 16:24:42 X
1-guo... 6075.06KB  File 25-08-2017 20:32:14 X
= 2-guo... 6075.06KE  File 25-08-2017 21:08:56 X
= 51-gu... 6075.06KB  File 25-08-2017 21:17:52 X
= 52-gu... 6075.06KB  File 25-08-2017 21:18:04 X
53-gu... 6075.06KB  File 25-08-2017 21:18:18 X
54-gu... 6075.06KB  File 25-08-2017 21:18:28 X
MNew Folder Format Free Space 14.33GE
Backup type MP4
oK Cancel

Figure 9-4 ExportFiles

ClickOKto export pictures to backup device

9.3 Search History Operation
9.3.1 SaveSearchCondition

Purpose:

You can save the search conditionsftdure reference and quick search.
Step 1 Go toFile Management> All Files/Human File/Vehicle File
Step 2 ClickShow Moreand set the searchonditions.
Step 3 ClickSave

Step 4 Enter a name in text field and cli€knished The saved search conditions will be displayed in
searchhistory list.

9.3.2 Call Search History

Purpose:
You carguickly search files by calling search history.
Step 1 Go toFile Management All Files/Human File/Vehicle File

Step 2 dick a created searcloaditon to quickly search files.
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Chapter 10 Playback

10.1 Playing Vid eo Files
10.1.1 Instant Playback

Instant Playbacknables the device to plahe recorded video filesn last five minutes. If ngideo
is found, it means there is no videsturing the last five minutes.

Step 1 On the live view window of theelectedcamera, move the cursor to ¢window bottom to
access the toolbar.

Step 2 Click L—_] to start instant playback.

X | - —

Figure 10-1 Playback Interface |

10.1.2 Play Video
Step 1 Go toPlayback.
Step 2 Select one or more cameras in the camera list.
Step 3 Select a date in the calendar

Step 4 You can usehie toolbar in the bottom part oplayback inteface to controlthe playing and
realize a series of operations. Refer to Chafite2 PlaybackOperations
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Channel

Max. Camera for ... Min. Camera for ...

Camera 01
Camera 01
s
IPCamera 05
IPCamera 06
IPCamera 07

IPCamera 08

2018 Mar

s M T W T F

25 26 27 28 29 30 Normal Smart Custom

Custom Search Normal ®Event

Normal Custom Tag .

Normal ®Event

Figure 10-3 Toolbar of Playback

Step 5 You can lick the channel(s) to execute simultaneous playback of multiple channels.

I::E] NOTE

The playng speed of 256X sipported.
10.1.3 Play Tag Files

Purpose:

Video tag allows you to record related information like people and location of a certain time point
during playback. Yotanuse video tag(s) to search feideofiles and position time point.

Before playing back by tag:

Manage Tag Files
Step 1 Go toPlayback
Step 2 Search and play back tivedeofile(s).

Step 3 Click to addthe tag.

Step 4 Edit the tag information.
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I:E] NOTE

Max. 64 tags can be added to a single video file.

Play Tag Files
Step 1 Go toFile Management > All Files

Step 2 Enter the searcleonditions for the tag files, including the time and the tag keyword.

Time Custom - 2018-03-16 00:00:00 2018-03-16 23:59:59
Camera [All] Camera -
Tag File Status Al -
Event Type None -
Figure 10-4 TagSearch
Step 3 ClickSearch.
¥ D2 08-08-2017 09:34:43 ~ 08-08-2017 10:07:34 8 file(s).

D2 08-08-2017 10:07:18~08-08... D2 08-08-2017 10:07:29~08-08... D2 08-08-2017 10:07:29~08-08...

D2 08-08-2017 09:34:38~08-08... D2 08-08-2017 09:34:38~08-08... D2 08-08-2017 09:34:41~08-08... D2 08-08-2017 09:34:41~08-08... D2 08-08-2017 10:07:18~08-08...

Figure 10-5 SearchediagFiles

Step 4 On the search results interface, select a tag file and click to start playing the video.

10.1.4 Play by Smart Search

Purpose

In thesmart playback mode, theevicewill analyze the videcontaining themotion, line or

intrusion detectioninformation, mark it with green color and play it in the normal spe@dd the

video without motion will be played ih6X speed.

The smart playbackules and areas are configurable.
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Step 1 Go toPlayback
Step 2 Start playing the video files by channel or by time.

Step 3 From the toolbar at the bottom of the playing window, click the motion/line crossing/ intrusion
icon for search.

Channel

08-22-2017 Tue 22:59:31

Max. Camera for ... Min. Camera for ...

Camera 01
Camera 01
s
IPCamera 05
IPCamera 06
IPCamera 07

IPCamera 08

2018 Mar

s M T W T F

~
11 12 13 14 15 16

1820 21 22 23

25 26 27 28 29 30 Normal Smart Custom Tag .

Custom Search

Figure 10-6 Playback by Smart Search

Step 4 Set the rules and aredsr smart search oline crossing detection, intrusiatetectionor
motion detectioneventtriggered recording.

e Line Crossing Detection

1) Clickthe /\’-' icon.

2) Qick on theimageto specify the start point and end point of the line.

e |[ntrusion Detection

3) Click the icon.
4) Yecify 4 points to set a quadrilateral region for intrusion detection. Only one region can be set.

e Motion Detection

5) Clickthe icon.
6) Holdthe mouseon the imageto drawthe detection area manually.

7) Click Search to search the matched video and start to play it.
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10.1.5 Play Event Files

Purpose

Play backideofiles on one or several channels searclgdevent type (e.galarm input motion
detection linecrossingdetection,vehicle detectionetc).

Step 1 Go toPlayback
Step 2 ClickCustomSearchon the left bottom to enter the Search Conditiorterface

Step 3 Enter the search conditions for tleventfiles, e.g., time, event type, file status, people
appearance (for face detéon, human detection, etc.), vehicle information (for vehicle
detection event)

ilnore

OnlyDS7700NXI series support face detectimmction.

Time Custom - 2018-03-19 00:00:00 2018-03-19 23:59:59
Tag File Status All -
Event Type MNone -
Tops Color MNone - Glasses None -
Bicycle None > Backpack None -
Parent Brand None - Plate No.
Yehicle Color None - Vehicle Mode None -
Area/Country None -

Hide

Figure 10-7 Search Conditions

Step 4 ClickSearch.

Step 5 On the search results interface, seleateventvideofile/picture file and click to start playing
the videoor double click to play thpicture.
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Group: W Export @?
v 13 file(s) totally. _ISelect All
v D6 2017-08-22 18:39:25 ~ 2017-08-22 18:47:54 13 file(s).

D6 2017-08-22 18:39:25~2017-... D6 2017-08-22 18:40:17~2017-... D6 2017-08-22 18:41:37~2017-...

D6 2017-08-22 18:43:21~2017-... D6 2017-08-22 18:43:45~2017-... D6 2017-08-22 18:45:45~2017-... D6 2017-08-22 18:46:41~2017-...

D6 2017-08-22 18:46:52~2017-... D6 2017-08-22 18:47:04~2017-... D6 2017-08-22 18:47:44~2017-...

Figure 10-8 Event Files

dl

or

button to select the previous or next event.

D-j_l NOTE

® Refer toChapter 11Eventand AlarmSettingsand Chapter 12/CAEventAlarmfor details
for event and alarm settings.

® Refer to Chapter7.7 ConfigureEvent Triggere®ecordindor the event triggered
recording/capture settings.

10.1.6 Play by Sub-periods

Purpose:

Thevideo files can be played multiple sub-periodssimultaneouslyon the screens.

Step 1 Go toPlayback

Step 2 SelectSubperiodsfrom the dropdown list in the uppeteft corner of the page to enter the

SubperiodsPlayback interface.

Step 3 Select a date and start playing the video f8elect theSplitscreen Number from the

dropdown list. Up to 16 screens are configurable.
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Channel

08-22-2017 Tue 18:39:17 22-2017 Tue 19:24:11

IPCamera 01
IPdome

IPCamera 03
IPCamera 04

IPCamera 05

Camera_2F

1 IPCamera 08
1 IPCamera 09 08-23-2017 Wed 12:59:22
[ IPCamera 10

1 IPCamera 11

IPCamera 12
IPCamera 13
IPCamera 14

IPCamera 15
Time
Start Time ~ 2017-08-22 00:00:0(
End Time 2017-08-22 23:59:5¢

Search
9-Period 16-Period

Figure 10-9 Interface of SubperiodsPlayback

[:EI NOTE

According to the defined number of spéitreens, the video files on the selected date can be

divided into average segments for playback. E.g., if there are video files existing between 16:00 and
22:00, and the &creendisplaymode is selected, then it can play the video files for 1 hour on each
screensimultaneously

10.1.7 Play Log Files

Purpose:

Play back record file(s) associated with channels after searching system logs.
Step 1 Go toMaintenance> Log Information
Step 2 ClickLog Searclhab to enter Playback by System Logs.

Step 3 Set search time and type and clfkarch
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Time  2017-08-18 00:00:00 W . 2017-08-18 23:59:59 = m

Major Type Al

Minor ~ Search Result Export ALL
Mo Major Type Time Minor Type Parameter Play Details
F 103 Qatarm 18-08-2017 07:07:31  Motion Detection ... ~ N/A > ®
= 104 OAIarm 18-08-2017 07:07:43 Motion Detection ... N/A > \ '\,
105 QOAlarm 18-08-2017 07:16:27  Motion Detection ...  N/A = (O]
L 108 Qalarm 18-08-2017 07:16:37  Motion Detection ...  N/A > O]
= 107 @ nform... 18-08-2017 07:17:19 System Running ... N/A 'i
108 @inform...  18-08-2017 07:17:19  SystemRunning ..  N/A O]
& 109 @inform.... 18-08-2017 07:18:00 HDD SMAR.T. N/A 'i')
~ 110 @ nform...  18-08-2017 07:18:.00 HDD SMAR.T. N/A (@)
111 @inform...  18-08-2017 07:27:20  System Running ... N/A O]
Total: 1151 P: 212 [ <> Go

~Sudden Change of Sound Intensity Alarm Started
[“|Sudden Change of Sound Intensily Alarm Stopped

[“IFace Detection (Face Capture} Alarm Staried

ICmnn Pabantlan Cann Manbieat Alaens Clannad

Figure 10-10 System Log Search Interface

Step 4 Choose a log witkideofile and clickE to start playing the log file

08-23-2017 Wed 13:41:59

-

D
Figure 10-11 Interface of Playback by Log
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10.1.8 Play External File

Purpose:

You carplayfilesfrom the externalstoragedevices.

Before You Start

Connect the storage devieeth the video files to your device.

Step 1 Go toPlayback

Step 2 Clickthe B icon at the left bottom corner.

Step 3 Select and click thE button or double clicko playthe file.

Device USB Flash Disk 1-1

Fle Type "mps g 08-22-2017 Tue 18:39:53

ch02_2017072911363..
ch02_2017072911363..
ch02_2017072911374..
ch02_2017072911374..
ch02_2017072911374..
¢h02_2017072911374.
ch02_2017072911391..
ch02_2017072911391..
ch02_2017072911391..
ch02_2017072911393..
ch02_2017080914573..
ch02_2017080314573

ch02_2017080914573..
ch02_2017080314573..
ch02_2017080915430..
ch02_2017080315430..
ch02_2017080315430..
ch02_2017080315430..

ch02_2017080915430..

ERY V¥ V ViV VNV Y VVVYYYYY Y VY

ch06_2017082218392...

Refresh

Figure 10-12 External File Playback

10.2 Playback Operations
10.2.1 Normal/Important/Custom Video

During the playback, you can select the following three modes to play the video.
Normal: video files from the continuous recording.
Important: video files from the event and alarm recording triggered recording.

Custom video files searched by custom conditions.

10.2.2 Set Play Strategy in Important/Custom Mode

Purpose:
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When you are in the importa or custom videglayback mode, you can set the playing speed
separately for the normal video and the important/custom video, or you can select to skip the
normal video.

In the Important/Custonvideoplayback mode, click to set the play strategy.

® WhenDo not Play Normal Videois checked the device will skip the normal video and play
the important (event) video and the custom (searched video) only in the normal speed
(X1).

® WhenDo not Play Normal Videois uncheckedyou can set the play speed for the normal
videothe important/customvideoseparately The speed range is from X1 to XMAX.

[lilnore

You can set the speed in the singleannel play mode only.

Play Strategy

Do not Play Normal Videos
Normal Video = X16

Play Speed of Important/Custo... = X1

You can only set the speed in ... Cancel

Figure 10-13 Play Strategy

10.2.3 Edit Video Clips

You can take video clips during the playback and export the clips.

)

In thevideoplayback mode, clicl to start video clipping operation.

o : Set the start time and end time of the video clipping.

o : Export the video clips to the local storage device.

10.2.4 Switch between Main Stream and Sub-Stream

You can switch between the main stream and the-strbamduring the playback.

: Play the video in main stream.
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D_ B
L@ : Play the video in subtream.

I:E NOTE

The encoding parameters for the main stream and-sttbam can be configured Btorage>
Encoding Parameters

10.2.5 Thumbnails View

With the thumbnails view on the pléack interface, you caconvenientlylocate the required
video files on the time bar.

In the video playback modejove the mouse to the time bar to get the preview thumbnails of the
video files.

-

u,-nJ m-nJ q,-;J : unni v = m-J m-n

) RN ) SR ‘ ; ) B ] B ] iy

Normal Smart Custom

Normal ®Event

Figure 10-14 Thumbnails View

You can select and double click oreguired thumbnail to enter the fulbcreen playback.

I:]E NOTE

The thumbnail view is supported only in the 1X singenera playback mode.

10.2.6 FastView

You can hold the mouse to drag on the time bar to get the fast view ofitlenfiles.

In the video playback m&juse the mouse to hold and drag through the playing time bdash
view the video files.

Release the mouse to the required time point to enter the-faiteen playback.

I:]E NOTE

The fast view is supported only in the 1X sintgenera playback mode.
10.2.7 Digital Zo om

In the video playback modelick from the toobar to enterthe digital zoom interface.
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You can mos'the sliding bawor scroll the mouse wheel teoom irdout the image to different
proportions (1 to16X)
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Chapter 11 Event and Alarm Settings

11.1 Configure Arming Schedule

Step 1 Selectthe Arming Scheduléab.

Step 2 Choose one day of a weeakd set the time segment.fJto eight time periods can be set within

each day.
[linore
Time periodsamot be repeated or overlapped.
B continuous None -

0 2 4 6 8 10 12 14 16 18 20 22 24

v [HHEEEEEEEEEEEEEEEEEEEEE.
w [l EEEEEENNENEEEE. -
wee  [HHENENEENENEENENENNEEEN. -
.|
Fii EEEEEEEEEENEEEENNNEENEa. -
S ]
sen NI I N N N I O

(2]

-

Figure 11-1 Set Arming Schedule

Step 3 (Optional)lf you want tocopy the same armingcheduleof the current day to the other day (s)

of the week or holiday, you can click tr@ icon tocopyarmingschedulesettings

Step 4 ClickApplyto save the settings

11.2 Configure Alarm Linkage Actions

Purpose:

Alarmlinkageactions will be activated when an alarm or exception occurs, including Event Hint
Display, Full Screen Monitoring, Audible Warning (buzzer)fyNsarveillance CenteTrigger Alarm
Output and Send Email.

Step 1 dick Linkage Actiorto setthe alarmlinkageactions.
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Area  Arming Schedule Linkage Action

[“INormal Linkage [ITrigger Alarm Qutput [ Trigger Channel
[ILocal->1 [ D1
[IFull Screen Monitoring
[ILocal->2 D2
[]Audible Warning
[VLocal->3
[INetify Surveillance Center
[ILocal-»4
[“]Send Email

[+110.15.2.250:8000->1

*Notice: please confirm the event output in "Live View" settings menu is the same with the real event output.

Figure 11-2 SetlLinkage Actions

Step 2 Select the normal linkage actions, trigger alarm output or trigger recording chdforel.
details, refer to Chaptet1.2.1to0 11.2.6.

Step 3 Aick Applyto save the settings.
11.2.1 Configure Auto -Switch Full Screen Monitoring

When an alarm is triggered, the local monitor disglayfull screen the video image from the
alarming channleconfigured for full screen monitoring\nd when thealarmis triggered
simultaneously in several channgy®u must configure the autewitch dwell time.

Step 1 Go toSystem> LiveView > General
Step 2 Set the event output and dwell time.

@ Event Output:Selectthe output to show event video.

® Full Screen Monitoring Dwell Tim&et te time in seconds to show alarm event screién.
alarms are triggered simultaneously in several channels, theisd¢odlen images will be
switched at annterval of 10 seconds (default dwell time).

Step 3 Go to theLinkage Actionnterface of the alarm detection (e.g., motion detection, video
tampering, etc.)

Step 4 Select theFull Screen Monitoringalarmlinkage action.
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Step 5 Select the channel(sh TriggerChannelsettings you want to make full screen monitoring.

[:[ﬂ NOTE
Auto-switch will terminate once the alarm stops ahédck to thelive view interface.
11.2.2 Configur e Audio Warning
The audio warning enables the system tgger an audibléeepwhen an alarm isletected.
Step 1 Go toSystem> LiveView > General
Step 2 Enablethe audio output and set the volume.

Step 3 Go tothe Linkage Actiorinterface of the alarm detection (e.g., motion detection, video
tampering, etc.)

Step 4 Select theAudio Warningalarmlinkage action.

11.2.3 Notify Surveillance Center

The device canemdan exception or alarm signal tbe remote alarm host when an event occurs.
The alarm host refers to theC installed witlalient software (e.g., iVM&200).

Step 1 Go toSystem> Network > Advanced> More Settings
Step 2 Set the alarm host IP and alarm host port.

Step 3 Go to theLinkage Actiorinterface of the alarm detection (e.g., motion detection, video
tampering etc.).

Step 4 Select theNotify Surveillance Center

11.2.4 Configure Email Linkage

The system caresid an email withalarm information to a user or users when an alarm is
detected.

Please refer t&€Chapterl6.7 Configure Emafbr details of Email configuration.
Step 1 Go toSystem> Network >Advanced
Step 2 Configure the Email settings.

Step 3 Go tothe Linkage Actiorinterface of the alarm detection (e.g., motion detection, video
tampering, etc.)

Step 4 Select theSendEmailalarmlinkage action.

11.2.5 Trigger Alarm Output

The alarm output can be triggered by the alarm input, motion detection, video tampering
detection, linecrossingdetection,and all other events.
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Step 1 Go tothe Linkage Actiorinterface of thealarm input or event detectiole.g.,motion detection,
line crossing detectignntrusiondetection,etc.).

Step 2 Click theTrigger Alarm Outputab.
Step 3 Select the alarm oyt (s) to trigger.
Step 1 Go toSystem> Event>Normal Event> Alarm Output

Step 2 Select an alarm outputem from the list.

[ilnore

Refer to Chaptet 1.6.3ConfigureAlarm Outputfor the alarm output settings.
11.2.6 Configure PTZ Linkage

The system can trigger the PTZ actions (e.g., call preset/patrol/pattern) when the alarm event, or
VCA detection events occur.

ilnore

Make surethe PTZ or speed donmnnectedsupports PTZ linkage.

Step 1 Go tothe Linkage Actiorinterface of thealarm input or VCAletection (e.g.line crossing
detection intrusiondetection,etc.).

Step 2 Select thePTZ Linkage
Step 3 Select the camera tperformthe PTZ actions.

Step 4 Select the preset/patrol/pattern No. to call when tladgarmevents occur.

PTZ Linkage

PTZ Linkage [D1] IPCamera 01 -
Preset No. 5 -
Patrol No.
Pattern No.

Figure 11-3 PTZ Linkage

[Tilnore

You can set one PTZ type only for the linkage action each time.
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11.3 Configure Motion Detection Alarm

The motion detection enables the device to detect the moving objects in the monitoring area and
trigger the alarm.

Step 1 Go toSystem> Event>Normal Event> Motion Detection.

Camera [D2] IPdome -
™ Enable

Area  Arming Schedule Linkage Action

Sensitivity 0 —se——e—— === 100 60

Full Screen Clear

Figure 11-4 SetMotion Detection

Step 2 Select the camera to configutke motion detection.
Step 3 CheckEnable
Step 4 Set the motion detection area.
® Full screen: clicto set the fultscreen motion detection for the image.

® Customized area: use the mouse to click and drag on the preview screen to draw the
customized motion detection area (S).

You can clicKlearto clear the current motion detection area settings and dragain

Step 5 Setsensitivity(0-100). The sensitivityllows you to calibrate how readily movement triggére
alarm. Thehighervalue results in the moreeadilyto trigger the motion detection.

Step 6 Set the arming schedule. Refer@hapterll.1ConfigureArming Schedule
Step 7 Set the linkage action&efer toChapterl1.2ConfigureAlarm Linkage Actions
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11.4 Configure Video Loss Alarm

Purpose

The video loss detection enables tetdct video loss of a channel and take alarm response
action(s).

Step 1 Go toSystem> Event>Normal Event>Video Loss

Camera [D1] IPCamera 01
Enable

Arming Schedule  Linkage Action

B continuous

MNone

Edit

Tue

Wed

Thu

Fri

Sat

Sun

0 2 4 6 8 10 12 14 16 18

20 22 24

1

[+

w

S

L5

(4]

-

Figure 11-5 SetVideo Los®etection

Step 2 Select the camera to configutke video losgletection.

Step 3 CheckEnable

Step 4 Set the arming schedule. Refer@hapterll.1ConfigureArming Schedule
Step 5 Set the linkage actionRefer toChapterl1.2ConfigureAlarm Linkage Actions

11.5 Configure Video Tampering Alarm

Purpose:

The video tampering detection enables tigger alarm when theameralens is covered and take
alarm response action(s).

Step 1 Go toSystem> Event>Normal Event>Video Tampering
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Step 2 Select the camera to configutke video tamperingletection.

Camera [D2] IPdome
Enable

Area  Arming Schedule Linkage Action

Sensitivity 0 se—— - 2 1

Clear

Apply

Figure 11-6 SetVideoTampeimg Seting

Step 3 CheckEnable

Step 4 Set thevideotamperingarea.Use the mouse to click and drag on the preview screen to draw
the customizedr/ideo tampering area

You can clicKlearto clear the current area settings and dragain

Step 5 Setsensitivitylevel (0-2). 3 levels aravailable The sensitivityallows you to calibrate how
readily movement triggerthe alarm. Thenighervalue results in the moreeadilyto trigger the
videotamperingdetection

Step 6 Set the arming schedule. Refer@napterll.1ConfigureArming Schedule
Step 7 Set the linkage action&efer toChapterl1.2ConfigureAlarm Linkage Actions

11.6 Configure Sensor Alarms

Purpose:

Set the handling action of axternal sensor alarm.

11.6.1 Configure Alarm Input

Step 1 Go toSystem> Event>Normal Event> Alarm Input
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Step 2 Select aralarm input item from the list and click

Edit

Alarm Input No.  Local<-1 = Type N.O

Alarm Name A

Seftings Nonuse Input One-Key Dis...

Mormal Linkage

Full Screen Monitori. Audible Warning Notify Surveillance ...

Trigger Alarm Output Send Email

Apply

Figure 11-7 Alarminput

Step 3 Select the alarm input type tH.Cor N.O.

Step 4 Edit the alarm name.

Step 5 Check theadio button of Input.

Step 6 Set the arming schedule. Refer@hapterll.1ConfigureArming Schedule

Step 7 Set the linkage actionfRefer toChapterl1.2ConfigureAlarm Linkage Actions
Step 8 ClickApply and llow the message box to reboot device to take effinet settings.

11.6.2 Configure One-Key Disarming
The onekeydisarmingenables thedevice to disarm the alarm inpdtby onekey operation.

Step 1 Go toSystem> Event>Normal Event> Alarm Input

Step 2 Selectthe alarm inputl item from the list and clic
Step 3 Select the alarm input type tH.Cor N.O.

Step 4 Edit the alarm name.
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Step 5 Check theadio buttonof Enable OneKey Disarming

Edit

Alarm Input No.  Local=-1 - Type NO

Alarm Name A

Seftings Nonuse Input One-Key Dis...

Mormal Linkage

Full Screen Monitori. Audible Warning Notify Surveillance ...

Trigger Alarm Output Send Email

Apply

Figure 11-8 OneKey Aarm Disarming

Step 6 Select the alarm linkage action (s) you want to disarm for the local alarm inputl.

[lilnore

When thealarm input 1(Local<l) is enabled with on&keydisarming the other alarm input
settings arenot configurable.

Step 7 ClickApply to save the settings.
11.6.3 Configure Alarm Output

Trigger an alarm output when an alarm is triggered.

Step 1 Go toSystem> Event>Normal Event- Alarm Output

Step 2 Select an alarm outputem from the list and click

Step 3 Editthe alarm name
Step 4 Select the dwell time (the alarm duration) from 5s to 600sVianually Clear

Manually Clear you should manually clear the alarm when the alarm occurs. Refer to Chapter
11.8Trigger or Clear Alarm Output Manudidy detailed instructions.

Step 5 Set the arming schedule. Refer@hapterll.1ConfigureArming Schedule
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Edit X
Alarm Output No.  Local->1 - Dwell Time 5s -
Alarm Name BO1 Alarm Status Enable
Arming Schedule
. Continuous None Edit

0 2 4 6 8 10 12 14 16 18 20 22 24
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Figure 11-9 Alarm Output

Step 1 (Optional)You carclickGopy to copy thesamesettings toother alarm output(s).
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11.7 Configure Exceptions Alarm

The ceptionevents can be configured to take the event hint in the live view window, trigger
alarm output andinkageactions.

Step 1 Go toSysten» EventNormal EventException
Step 2 (Optional) Enable the event hiiityou want todisplaythe event hint in the live view window.

1) Check the checkbox &nable Event Hint

2) Click 2 to select the exception type (s) to take the event hint.

Event Hint Settings

WA

[ HDD Full

[IHDD Error

[“INetwork Disconnected
[“IP Conflicted

“lllegal Login

“Video Signal Loss
[“IAlarm Input Triggered

[“Video Tamper Detected

OK Cancel

Figure 11-10 Event Hint Settings

Step 3 Select the excetion type fromme drop-down list to set the linkage actions

114



Network Video Recorder User Manual

Enable Event Hint

Event Hint Config...

Exception Type HDD Full

Normal Linkage

Audible Warning

| Notify Surveillance Center

| Send Email

Trigger Alarm Qutput
Local->1
Local->2
Local->3
Local->4
10.15.2.250:8000->1

Figure 11-11 Exceptiongdandling

Step 4 Set the normal linkage and alarm output triggering. RefeChapter 10.2 Setting Alarm Linkage

Actions.

11.8 Trigger or Clear Alarm Output Manually

Purpose:

Sensor alarm can be triggered or cleared manusigen theManually Cleats selectedor the
dwell time of an alarm output, the alarm can be cleared only byinbaRlearbutton.

Step 1 Go toSystem> Event>Normal Event> Alarm Output

Step 2 Select the alarm output you want to trigger or clear.

Step 3 ClickTrigger/Clearto trigger or clear an alarm output.
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Edit X
Alarm Output No.  Local->1 - Dwell Time 5s -
Alarm Name BO1 Alarm Status Enable
Arming Schedule
. Continuous None Edit
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Figure 11-12 Alarm Output
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Chapter 12VCA Event Alarm

The device supports receiving the V@&ectiors sent by connected IP cameras. Enable and
configure he VCA detection on the IP camera settings interface first.

I:I:ﬂ NOTE

® VCA detectioamust be supported by the connected IP camera.
® Refer to the User Manual of Network Camera for the detailed instructions foMBA
detection.

12.1 Human Body Detection

The human body detectiois usedo detect the human body appearing in the monitoring scene,
andcapture the human body pictures.

lilnore

This feature isvailableonly when the connected camera supports the human body detection.
Step 1 Go toSystem> Event>Smart Event
Step 2 ClickHuman Body
Step 3 Select the camera to coiglure the human body detection.
Step 4 CheckSaveVCA Picturdo save thecaptured pictures ohuman body detection.

Step 5 CheckTarget of InterestHuman Body}o discard norFhuman bodypicturesand videos
which are not triggerd by human bodydetection.

Step 6 Setdetection area.

3) Select the detection area to contige from theAreadrop-down list. Up to 8 detection
areas areselectable

4) Check the checkbmf EnableAreato enable the selected detection area.

5) Edit the area name in th8cene NameThe scene name paontain up to 32 characters.
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Camera [D1] Camera 01 - Save VCA Picture Enable Smart Analysis

s -~ ez ~ =
hicle \ - ‘L;m-u’j'usxmg\ ( Intrusion D \{?Gg\onﬁrmmvcg; 'Reg\onEng\ Unattended Ba..) (Object Removal)

= V&
(Faco Detect o:) (\ Vel
Def

(Audio Exception) | Defocus ) Budden Scene | PIR Alarm

Target of Interest (Human Body)
Area Seftings  Arming Schedule  Linkage Action
Area Capture Area 1
Enable Area

Area Name |

Draw Area Clear

Figure 12-1 Human BodyDetection

6) ClickDraw Areato drawa quadrilaterain the preview windowand then clickStop
Drawing

Related @eration: You carclickClearto clearthe existing virtual line and rdraw it.
Step 7 Set the arming schedule. Refer to Chagit&rl ConfigureArming Schedule
Step 8 Set the linkage actionRefer toChapterl1l.2ConfigureAlarm Linkage Actions
Step 9 ClickApplyto activate the settings

12.2 Face Detection

Purpose

Facedetection function detects the face appears in the surveillance sdankageactionswill be
triggered when a human face is detected

[:E'NOTE
OnlyDS7700NXI series support face detectimction.

Step 1 Go toSystem> Event>Smart Event

Step 2 ClickFaceCapture
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[_|Enable Face... Sensitivity 1 s— — 5 3

Arming Schedule Linkage Action

. Continuous None Edit
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Figure 12-2 Face Detection

Step 3 Select &Camerato configure.

Step 4 CheckEnableFace Detection

[:III NOTE

For some IP camerathe checkbox is grey and cannot be checkadhis situation, the function is
enabled by default.

Step 5 Optionally, beckSave VCA Picturte save the captured pictures fdcedetection.

Step 6 Drag theSensitivityslider to set the detectiosensitivity. Sensitivityrange [1-5]. The higher
the value is, the moreasily the face can be detected.

Step 7 Set the arming schedule. Refer to Chapit#rl ConfigureArming Schedule
Step 8 Set the linkage action®efer toChapterl1.2ConfigureAlarm Linkage Actions
Step 9 ClickApply.

12.3 Vehicle Detection
Purpose

Vehicle Detectionms available for the road traffic monitoring. In Vehicle Detection, the passed
vehicle can be detected and the picture of its license plate can be captured. You can send alarm
signal to notify the surveillance center andload the captured picture to FTP server.
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Step 1 Go toSystem > Event > Smart Event

Step 2 ClickVehicle

Step 3 Select &amerato configure.

Step 4 CheckiEnableVehicle Detection

Step 5 Optionally, beckSave VCA Picturte save the captured pictures gkhicledetection.
Step 6 Set the armig schedule. Refer to Chaptet.1ConfigureArming Schedule

Step 7 Set the linkage action®efer toChapterl1.2ConfigureAlarm Linkage Actions

Step 8 Gonfigurerules, includingArea Settings, Picture, Overlay ContertndBlacklist and
Whitelist. Area SettingsUp to 4 lanes are selectable.

Step 9 ClickSave

(Tilnore

Refer to the User Manual of Network Camera for the detailed instructions for the vehicle
detection.

12.4 Line Crossing Detection
Purpose

Vehicle Detectioris available for the road traffic monitoring. In Vehicle Detection, the passed
vehicle can be detected aritde picture of its license plate can be captured. You can send alarm
signal to notify the surveillance center and upload the captured picture to FTP server.

Step 1 Go toSystem > Event > Smart Event

Step 2 ClickVehicle
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Camera [D1] Camera 01 = Save VCA Picture Enable Smart Analysis
\/ Face Capture \ - ( HumanBody ) [ Line Crossing ntrusion Region Entrance) ( Region Exiting Unattended Ba..) (Object Removal
\Audio Exception) | Defocus Sudden Scene ..) ( PIR Alarm

_|Enable Vehicle Detection
Area Seftings  Arming Schedule  Linkage Action  Piclure  Overlay Confent  Blacklist and Whitelist

Figure 12-3 \ehicle Detection

Step 3 Select &Camerato configuee.

Step 4 CheckEnableVehicle Detection

Step 5 Optionally, beckSave VCA Picturt® save the captured pictures gEhicledetection.
Step 6 Set the arming schedule. Refer to Chagt#rl ConfigureArming Schedule

Step 7 Set the linkage action®efer toChapterl1.2ConfigureAlarm Linkage Actions

Step 8 Configurerules, includingArea Settings, Picture, Overlay ConterindBlacklist and
Whitelist. Area Settingsp to 4 lanes are selectable.

Step 9 ClickSave

[:E' NOTE

Refer to the User Manual of Netwoi®amera for the detailed instructions for the vehicle
detection.

12.5 Intrusion Detection

Purpose

Intrusion detection function detects people, vehicle or other objects which enter and loiter in a
pre-defined virtual region, and some certain actions can be taiken the alarm is triggered.
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Step 1 Go toSystem> Event> Smart Event

Step 2 Clickintrusion.

1 2

Camera [D2] IPCamera 02 > Save VCA Picture Enable Smart Analysis

\Face Delecuon/ Vehicle Human Body | f‘ Line Crossing ) - [Region Entrance) ( Region Exiting ] (Unattended Ba..)

(Object Removal)

|Audio Exception) Defocus ) Budden Scene ..) PIR Alarm )

_Enable Intrusion Detection Target ... |Human ... [ IVehicle

Area Settings  Arming Schedule  Linkage Action

Virtual Plane 1

Time Thres...| =w———

Sensitivity 1 ee—

Percentage 0  se—

Draw Area Clear

Apply

—— 10 5

w—— 100 50

Figure 12-4 Intrusion Detection

Step 3 Select &Camerato configure.

Step 4 CheckiEnablelntrusion Detection

Step 5 Optionally, beckSave VCA Picturt® save the captured pictures oftrusiondetection.

Step 6 SelectTarget DetectiormsHuman Bodyor Vehicle

Step 7 Follow the steps toet the detection rulesand detection areas

7) Select a Virtual Panel to configukdp to 4 virtual panels are selectable.

8) Drag the sliders to set Tinkhreshold, Sensitivity, and Percentage.

TimeThreshold The threshold for the time of the object loitering in the regidthen the
duration of the object in the definedetection areas longer than theéhreshold, device

will trigger an alarm. Itsangeis[1s-10s].

Sensitivity: The size of the objedhat can trigger the alarmThe higher the value is, the

more easily thedetection alarm can be triggeredts rangeis[1-10Q.
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PercentageThe ratio of the inregion part of the objecthat can trigger the alarm. For
example, if the percentage )%, when the object enters the region and occupies half of
the whole regiondevice will trigger an alarnits rangeis[1-100].

9) ClickDraw Regiomand draw a quadrilateral in the preview window by specifying four
vertexes of the detection region.

Step 8 Drawthe maximum size/minimum size for targets. Only target the size of which is rangers
from max. size and min. size will be trigggrusiondetection.

10) Cick Max. Size/Min. Size.
11) Draw an area in preview window.
12) ClickStop Drawing

Step 9 Set the arming schedule. Refer to Chapt&rl ConfigureArming Schedule
Step 10 Set the linkage actions. Refer to Chaptér2 ConfigureAlarm Linkage Actions
Step 11 ClickApply.

12.6 Region Entrance Detection

Purpose

Region entrance detection function deteabjectsthat enter a predefined virtual region from the
outside

Step 1 Go toSystem Management Event Settings> Smart Event

Step 2 ClickRegion Entranc®etection
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Camera [D2] IPCamera 02 Save VCA Picture Enable Smart Analysis

B 7 D - N - =
Gace Detecﬂoa ( Vehicle ) Human Body | ( Line Crossing ) ( Intrusion D) - ( Reglon Exiting ) Unattended Ba..) (Object Removal)

PIR Alarm )

(AudioExcepﬂon“w { Defocus ) Budden Scene ..}

|Enable Region Entrance De... Target ... Human ... | [Vehicle

Area Seftings  Arming Schedule  Linkage Action

Arming Area | fl

Sensitivity 0/ se——— — 0 0

Draw Area Clear

Apply

Figure 12-5 Region Entrance Deteoti

Step 3 Select &Camerato configure.

Step 4 CheckEnableRegion Entrance Detection

Step 5 Optionally, beckSave VCA Pictuit® save the captured pictures oégion entrance
detection.

Step 6 SelectTarget DetectiormasHuman Bodyor Vehicle

® Human BodyDiscard norhuman bodypicturesand vide@which are not triggerd byregion

entrancedetection.
® \Vehicle:Discard nonvehiclepictures and videswhich are not triggered byegion entrance

detection.
Step 7 Follow the steps toet the detection rulesand detection areas

1) Select a Arming Regiomo configure.Up to 4 regions are selectable.

2) Drag the sliders to set Sensitivity.
Sensitivity:The higher the value is, the morasly thedetection alarm can be triggered
Its rangeis[0-100Q.

3) ClickDraw Rgionanddraw a quadrilaterain the preview windowby specifyingfour

vertexes of the detection region

Step 8 ConfigureArming Schedul@andLinkage Action

Step 9 ClickApply.
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12.7 Region Exiting Detection

Pumpose

Region exiting detection function deteatbjectsthat exit from a predefined virtual region.

Step 1 Go toSystem> Event>Smart Event

Step 2 ClickRegion Exiting

Camera [D2] IPCamera 02 v |/Save VCA Picture Enable Smart Analysis

GaceDetecﬁoD ( Vehicle ) ( Human Body (_LineCrossing; (Inlrusion) 6egionEntrant9 - Unattended Ba..) (Object Removal)

(Audio Exception) (  Defocus ) EuddenScene.) ( PIRAlarm

Enable Region Exiting Dete... Target ... |_|Human ... |_|Vehicle

Area Seftings  Arming Schedule  Linkage Action

Arming Area 1

Sensitivity 0/  see——— — 0

Draw Area Clear

Apply

Figure 12-6 Region Exiting Detection

Step 3 Select &Camerato configure.

Step 4 CheckEnableRegion Exiting Detectian

Step 5 Optionally, beckSave VCA Picturt® save the captured pictes ofregion exitingdetection.

Step 6 SelectTarget DetectiorasHuman Bodyor Vehicle

Human BodyDiscard norhuman bodypicturesand vide which are not triggerd byregion
exitingdetection.

Vehicle:Discard norvehiclepictures and videswhich are not triggered byegion exiting
detection.

Step 7 Follow the steps toet the detection rulesand detection areas

1) Select a Arming Regioto configure.Up to 4 regions are selectable.
2) Drag the sliders to se&densitivity.
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Sensitivity:The higher the value is, the morasly thedetection alarm can be triggered
Its rangeis[0-100Q.

3) ClickDraw Regiorand draw a quadrilateral in thereview windowby specifyingour
vertexes of the detection region.

Step 8 Set the arming schedule. Refer to Chagit#rl ConfigureArming Schedule
Step 9 Set the linkage actionRefer toChapterl1.2ConfigureAlarm Linkage Actions
Step 10 ClickApply.

12.8 Unattended Baggage Detection

Purpose

Unattended baggagdetection function detects the objects left over in the patefined region
such as the baggage, purse, dangerous materials, etc., and a series of actions can be taken when
the alarm is triggered.

Step 1 Go toSystem> Event> Smart Event
Step 2 ClickUnattended Baggage

Camera [D3] Camera 01 v ~“|Save VCA Picture __Enable Smart Analysis

(FaceDetectiorD Vehicle ) Human Body ) LineCrossing) < Intrusion ) éeginnEnlvance (RegionExi!ing“\, - | Object Removal

L:Audio Exceptionii Defocus | Sudden Scene ..) PIR Alarm )

Enable Unattended Baggag...

Area Settings  Arming Schedule  Linkage Action

Arming Area 1

Time Thres..5  se— —— 3600 5

Sensitivity 1 se— —— 100 50

Draw Area Clear

Figure 12-7 Unattended Baggage Detection

Step 3 Select &Camerato configure.

Step 4 CheckEnableUnattended Baggage Detection
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Step 5 Optionally, beckSave VCA Pictur® save the captured pictures ahattended baggage
detection.

Step 6 Follow the steps toet the detection rulesand detection areas

1) Select a Arming Regiorto configure.Up to 4 regions are selectable.
2) Drag the sliderso setTime Thresholdand Sensitivity.

TimeThreshold The time of the objects left over in the region. If the valaelO, alarm is
triggered after the object is left and stegtin the region for 10dlts rangeis[5s-20g].

Sensitivity: Smilarity degree of the background imagehe higher the value ithhe mare
easily thedetection alarm can be triggered

3) ClickDraw Regioranddraw a quadrilateral in the preview window by specifying four
vertexes of the detection region.

Step 7 Set the arming schedule. Refer to Chagitérl ConfigureArming Schedule
Step 8 Set the linkage action®Refer toChapterl1l.2ConfigureAlarm Linkage Actions
Step 9 ClickApply.

12.9 Object Removal Detection

Purpose

Object removal detection function detects the objects removed from thede®ned region, such
as the exhibits on display, andsaries of actions can be taken when the alarm is triggered.

Step 1 Go toSystem > Event > Smart Event

Step 2 ClickObject Removable
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Camera [D3] Camera 01 - Save VCA Picture Enable Smart Analysis

-

(Face Deleclioa ( Vehicle ( Human Body | Line Cmssing) ([ Intrusion \ 6egion Entran@ _Region Exﬂing} Qnanended Ba) -
- , ,« ~

(Audio Exception) (  Defocus Sudden Scene .., ( PIR Alarm

|Enable Object Removal Det...

Area Seftings  Arming Schedule  Linkage Action

Arming Area 1
Time Thres...5  se— w— 3600 5

Sensitivity 1 ee— —— 100 50

Draw Area Clear

Figure 12-8 Object Removal Detection

Step 3 Select &Camerato configure.

Step 4 CheckEnableObject Removable Detectian

Step 5 Optionally, beckSave VCA Pictuit® save the captured pictures object removable

detection.

Step 6 Follow the steps toet the detection rulesand detection areas

1) Select a Arming Regiotio configure.Up to 4 regions are selectable.
2) Drag the sliders to set Time Threshold @ehsitivity.

TimeThreshold The time of the objects removed from the regionthg valueis 10,
alarm is triggered after the object disappealfrom the region for 10dlts rangeis
[5s-209].

Sensitivity: The similarity degree of the backgroumdage. Usually, when the sensitivity is

high, a very small objetaken fromthe region can trigger the alarm.

3) ClickDraw Regioranddraw a quadrilateral in the preview window by specifying four

vertexes of the detection region

Step 7 Set the arming schedule. fee to Chapterl1.1ConfigureArming Schedule

Step 8 Set the linkage actionRefer toChapterl1.2ConfigureAlarm Linkage Actions

Step 9 ClickApply.
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12.10 Audio Exception Detection

Purpose

Audio exception detection detects the abnormal sounds in the surveillance scene, such as the
suddenincrease/decrease of the sound intensity.

Step 1 Go toSystem > Event > Smart Event

Step 2 ClickAudio Exception

Camera [D3] Camera 01 = Save VCA Picture Enable Smart Analysis

(Face Detection ) Line Crossing Intrusion [Region Entrance] | Region Exiting ] Unaltended Ba..) (Object Removal)

- Defocus Sudden Scene ..

Exception Detection  Arming Schedule  Linkage Action

[] Audio Loss Exception
Sudden Increase of Sound Infens...

Sudden Decrease of Sound Inten...

Apply

Figure 12-9 Audio Exception Detection

Step 3 Select &Camerato configure.

Step 4 Optionally, beckSave VCA Picturte save the captured pictures afudio exception
detection.

Step 5 Fdlow the steps to et the detection rules.

1) Select theExceptionDetectiontab.

2) Check the checkboxes Atidio Loss Exception, Sudden Increase of Sound Intensity
Detection,or Sudden Decrease of Sound Intensity Detection.

Audio Loss ExceptiorDetects the sound steep rise in the surveillance scene. You can set
the detection sensitivity and threshold for sound steep rise. You need to configure its
Sensitivityand Sound IntensityThreshold

Sensitivity. The smaller the value is, the more severe the change should be to trigger the
detection. Range F100].

Sound Intensity Thresholdt can filter the sound in the environment. The louder the
environment sound, the higher the valubauld be. Adjust it according to the
environment. Range [100].
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Sudden Decrease of Sound Intensity Detectidetects the sound steep drop in the
surveillance scene. You need set the detection sensitivityO[].

Step 6 Set the arming schedule. Refer to Chapit#rl ConfigureArming Schedule
Step 7 Set the linkage actionRefer toChapterl1.2ConfigureAlarm Linkage Actions
Step 8 ClickApply.

12.11 Sudden SceneChange Detection

Purpose

Scene change detection detects the change of surveillance environment affected by the external
factors, such as the intentional rotation of the camera.

Step 1 Go toSystem> Event> Smart Event
Step 2 ClickSudden Scene Change

["|Enable Sensitivity 1 = we= 100 50

Arming Schedule  Linkage Action

. Continuous None -
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Figure 12-10 Sudden Scene Change

Step 3 Select &Camerato configure.
Step 4 CheckEnableSudden Scene Change Detection

Step 5 Optionally, beckSave VCA Pictut® save the captured pictures stidden scene change
detection.

130



Network Video Recorder User Manual

Step 6 Drag theSensitivityslider to setthe detectionsensitivity. Sensitivityrange [1-100]. The
higher the value is, the more easily the change of scene can trigger the alarm.

Step 7 Set the arming schedule. Refer to Chapit#rl ConfigureArming Schedule
Step 8 Set the linkage actionRefer toChapterl1.2ConfigureAlarm Linkage Actions
Step 9 ClickApply.

12.12 Defocus Detection

Purpose

The image blur caused by defocus of the lens can be detected.
Step 1 Go toSystem > Evdr> Smart Event
Step 2 ClickDefocus

Camera [D3] Camera 01 = [“ISave VCA Piclure __|Enable Smart Analysis
| (" e N N ) Y R N e _— ’
(Face Detection) [ venicle | [ HumanBody | ( Line Crossing | ( Intrusion ) [Region Entrance] ( Region Exiting ) Unattended Ba..| (Object Remaoval
VAR J U TN y 7
g ~ \
Audio Exception - Sudden Scene . PIR Alarm |
[_|Enable Sensitivity 1 se—— w100 50

Arming Schedule  Linkage Action

X Delete [ Delete All

Figure 12-11 Defocus Detection

Step 3 Select &Camerato configure.
Step 4 CheckEnableDefocus Detection
Step 5 Optionally, tbieckSave VCA Pictutte save the captured pictures defocusdetection.

Step 6 Drag theSensitivityslider to set the detectiogensitivity. Sensitivityrange [1-100]. The
higher the value is, the more easily the defocus imagebeadetected.

Step 7 Set the arming schedule. Refer to Chapit#rl ConfigureArming Schedule
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Step 8 Set the linkage actionRefer toChapterl1.2ConfigureAlarm Linkage Actions
Step 9 ClickApply.

12.13 PIR Alarm

Purpose

A PIR (Passive Infrared) alarm is triggered when an intruder moves within the detector vision field.
The heat energdissipated by a person, or any other warm blooded creature such as dogs, cats,
etc., can be detected.

Step 1 Go toSystem> Event > Smart Event

Step 2 ClickPIR Alarm

Step 3 Select @&amerato configure.

Step 4 CheckPIR Alarm

Step 5 Optionally, beckSave VCA Pictutt® save the capture pictures ofPIR alarm
Step 6 Set the arming schedule. Refer to Chagt#rl ConfigureArming Schedule
Step 7 Set the linkage action®efer toChapterl1l.2ConfigureAlarm Linkage Actions
Step 8 .ClickApply.

12.14 Enable Smart Search

Purpose

Byenabing smart searchdr IP cameras doot support line cossing andntrusion detection, the
device will analyze line crossing anttusion eventsSupported smart events will be changed
after enabling smart search.

Step 1 Go toSystem> Event>Smart Event
Step 2 CheckEnable Smart Analysis

Step 3 ClickYeson popup message box.
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Chapter 13 Smart Search

With the configured VCA detectiothe NVR supports the search for thietures, video files and
resources ofthe human body detectiorhehavior analysis, faadetection, people counting and
heat mapresults

13.1 Face Search

Purpose:

When there are detectedatce picture captured and saved in HDD, you can enter the Face Search
interface to search the picture and play the picture related video file according to the specified
conditions.

Step 1 Go toSmart Analysiss SmartSearch>FaceSearch

Step 2 Select thdPcamera for the face search.

Search by Event

IP Channel [All] Camera

Time Segment Today ~ 2017-09-19 00:00:00 - 2017-09-19 23:59:59

Event Type All

Figure 13-1 Face Search

Step 3 Specify the start time and end time for search the captured face pictures or video files.
Step 4 ClickSart Searchto start searching.

Step 5 Double click on a face picture to play its related video file in the view windoth@top
right Play the face picture related video file.

Step 6 To export the captured face pictures to local storage device, connect the storage device to
the device and clicExport

13.2 Vehicle Search

Purpose:

You can search and view the matcheptured vehicle jgtures
Step 1 Go toSmart Analysis> SmartSearch>Vehicle Search
Step 2 Select thdPcamerafor the vehiclesearch.

Step 3 Set search conditions.
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Search by Appearance
IP Channel [All] Camera
Time Segment Today - 2017-09-19 00:00:00 B - 2017-09-19 23:59:59 =
Vehicle Brand All M Vehicle Color All
Vehicle Model All - License Plate N...

Figure 13-2 Plate Search

Step 4 Aick Sart Search

13.3 People Counting

Purpose:

The Countings used to calculate the number of peo@etered or left a certain configured area
and form in daily/weekly/monthly/annual reports f@nalysis

Step 1 Go toSmart Analysis> Counting
Step 2 Select the camera
Step 3 Select the report type t@aily Report, Weekly Report, Monthly Repour Annual Report

Step 4 Set theDateto analyze Then the people counting graphic will show.

Camera [D1] IPCamera 01

oy

People Entered People Exited

©O oo o000 00000

Figure 13-3 People Counting Interface

Step 5 (Optional) Gck Exportto export thereport in excel format.

13.4 Heat Map

Purpose:
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Heat map is a graphical representation of data. The heat magtitinis usually used to analyze
how many people visitednd stayed in a specified area.

The heat map function must be supported by the connected IP camera and the corresponding
configuration must be set.

Step 1 Go toSmart Analysis> Heat Map
Step 2 Selecta camera
Step 3 Select the report typasDaily Report, Weekly Report, Monthly Repoiir Annual Report.

Step 4 Set theDatato analyze

[D1] IPCamera 01

Camera

Figure 13-4 Heat Map Interface

Step 5 ClickCounting Then the rest$ displayedn graphics marked in different colonsll show

I:E' NOTE

As shown in the figure above, red color block (255, 0, 0) indicates the most welcome area, and blue
color block (Q0, 255) indicates the legsopular area.

Step 6 (Optiona) Qick Exportto export the statistics report in excel format.
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Chapter 14 Human Body Detection

14.1 View Engine Status

Purpose

Smart analysis engine is applied to analyze false alarm and smart analysidaaskmart
Analysis> Smart Analysis> Engine Configuratiomo view theworking status, usage rate, and
applied channel oémart analysis engine

14.2 Human Body Search

Purpose

Searcthuman body pictures according to manually specified search conditions.
Before you start

Import human body pictures you want to search.

Step 1 Go toSmartAnalysis> Smart Searck» Human Body Detectior Search by Appearance

IP Channel [All Camera

Time Segment Today = 2017-09-18 00:00:00 - 2017-03-18 23:59:59
Gender All - Age Al

Tops Color All = Glasses All

| Backbag All v Bicycle All

Upload SE'}vaE from
Local Event Type None

Figure 14-1 Search by Appearance

Step 2 Specify search conditions.

Step 3 ClickStart Search
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Chapter 15POS Configuration

The device can be connected with the POS machine/server, and receive the transaesisege
for overlay on the image during the live view or playback, as well as trigger the POS event alarm.

15.1 Configur e POS Settings

151

.1 Configur e POS Connection

Step 1 Go toSystem>POS Settings

Step 2 Cli

ckAddto enter the POS adding interface.

Step 3 Selecta POS from the droglown list.

Step 4 CheckiEnable

Tilnore

Theamountof POS devices supportéat each devicésthe half of its channel amount

Add POS

Enable

POS Protocol AVE = Custom Connection Mode Sniff = Parameters

POS Name POS 3

Figure 15-1 POS Settings

Step 5 Select the POfrotocolto Universal Protocol, EPSOAVEor NUCLEUS

Tilnore

When the new protocol iselected you should reboot the device to activate the new settings.

® Un

iversal Protocol

Click theAdvancedbutton to expand more settings when selecting the universal pratoc
You can set the start lindentifier, line break tag and end line tagrfthe POS overlay
characters, andhe casesensitiveproperty of the charactersyou can also optionally check
the filtering identifier and the XML protocol.
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Start Line Identifier Hex
Line Break 0DO0A Hex
End Line Identifier Hex

Case Sensitive

Filtering Identifier

Enable XML Prot...[]

Figure 15-2 Universal Protocdbettings

® EPSON
The fxed start and end lineag are used for EPSON protocol.
® AVE

The fxed start and end lineag are used for AVE protocéind the serial port and virtual
serial port conection types are supported.

4) Click theCustomto configurethe AVE settings.

5) Se the rule to VSADD or VNET.

6) Set the address bit of the POS message to send.

7) ClickOKto save the settings.

Rule VSI-ADD -

Address 0

Figure 15-3 AVE Settings
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® NUCLEUS

8) Click theCustomto configurethe NUCLEUSgttings.

9) Enter the employee No. shift No. and the terminal No. in the field. The matching message sent from
the POS device will be used as the valid POS data.

ilnore

TheNUCLEU@rotocol must be used in the 32 connectiorcommunication

Step 6 Select the onnection mode toTCPReception UDPReception Multicast, R&32,
USBto-RS232or Sniff, and clickParametersto configure the parameters for each connection
mode.

® TCP Connection

10) When using TCeonnection the port must be sefrom 1to 65535, andthe port for each POS
machine must beinique.

11) Set theAllowed Remote IP Addressf the device sending the POS message.

TCP Connection Settings

Port 10010

Allowed Remote IP A... 192 . 0 .0 . B4

OK Cancel

Figure 15-4 TCP Connection Settings

® UDP Connection

12) When usingDPconnection the port must be sefrom 1 to 65535, andthe port for each POS
macline must beunique.

13) Set theAllowed Remote IP Addressf the device sending the POS message.
® USRto-RS232 Connection

Configure the port parameters of US®RS232 convertor, including the serial number of
port, baud rate, data bit, stop bit, parity and flow ctrl.
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USB-to-RS-232 Settings

Serial Port Number 1 ~
Baud Rate 4800 ~
Data Bit 5 ~
Stop Bit 1 -
Parity None -
Flow Ctrl None -

OK Cancel

Figure 15-5 USB0-RS232 Settings

® RS232Connection

Connect thadeviceand the POS machine w8232 TheRS232settings can be configured
in Menu>Configuration>R&32. The Usage must be set to Transparent Channel.

® MulticastConnection

When connectinghe deviceand thePOS machine via Multicast protocadt she multicast
address and port

® SniffConnection

Connect the device and the P@@&chine via Sniff. Configuredlsource addresand
destination address settings.
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Sniff Settings

Enable Source Port F...”

Source Address 18 .16 .1 1
Source Port 10020

Enable Destination A... [/

Enable Destination P... [~

Destination Address 20 .18 .1 . 24

Destination Port 10030

OK Cancel

Figure 15-6 Sniff Settings

15.1.2 Configur e POSText Overlay
Step 1 Go toSystem>POS Settings
Step 2 ClickChannel Linkage anDisplaytab.
Step 3 Select the linked channel to overlay the Réb&racters.
Step 4 Setthe characters ovedy for the enabled POS.

® Character encoding format: currently the Lafiformat isavailable

Overlay mode of the characters thisplayin scrolling or page mode.
Font sizeand font color.

Display time (sec) of the ahacters.The value ranges8600 sec.

Timeoutof POS eveniThe value ranges 8600 secWhen the device has not received the
POS message over the defined time, tl@sactionis finished.

Step 5 In the Privacy Settingssetthe POS privacy information to ndisplayon the imagee.g., the
card number, or the user name, etc.

Result: The defined privacy information will be displayed in ***on the image instead.

Step 6 (optional) Check the checkbox to enable theerlayPOS in Live ViewVhen this feature is
enabled, the PO®formationcan be overlain on the live view image.
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Channel Linkage and Display ~ Event Linkage

Linked Channel [D1] IPCamera 01

Character Encod...  Latin-1(iso-8859-1)

Overlay Mode Page

Font Size Large Medium

Font Color D . . . . . . .
Display for 30

Timeout 5

Privacy Settings 1634 0921 543

For example, the entered card number will be shown as ™™™

Overlay POS in ...

Apply

Figure 15-7 Overlay Character Settings

DII NOTE

You can adjust theize and position of textbox on the preview screen of POS settitey$aice by
draggingthe frame

Step 7 ClickApplyto activate the settings.
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15.2 Configur e POS Alarm

Purpose:

The POS event can trigger channels to start recording, or trigger full screen monitoring, audio
warning, notifying thesurveillancecenter, sending email and so on.

Step 1 Go toStorage> Recording Schedule

Step 2 Set the arming schedule of the POS event.

Step 3 Go toSystem>POS Settings

Step 4 On the POS adding or editingerface dickthe EventLinkagetab.

Step 5 Select the normal linkage actions: full screen monitoring, audio warning or send Email.
Step 6 Select one or more alarm output (s) to trigger.

Step 7 Slect one or more channels to record or become-fdieenmonitoringwhenPOS alarns
triggered.

Channel Linkage and Display  Event Linkage

[~INermal Linkage [ Trigger Alarm Quiput || Trigger Channel
[ILocal->1 ~ID1
Full Screen Mornitoring
[[Local-=2 D2
/| Audible Warning
MLocal-=3 b3
Send Email
[(Local-=4 D4

[[110.15.2.250:8000->1

“Notice: please confirm the event output in "Live View" setlings menu is the same with the real event output.

Figure 15-8 Set Trigger Camesaf POS

Step 8 ClickApplyto save the settings.
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Chapter 16 Network Settings

16.1 Configure TCP/IP Settings

Purpose
TCP/IP settings must be propedgnfigured before you can operate the device over network.

Step 1 Go toSystem> Network > TCP/IP

TCPAP DDNS PPPoE NTP NAT

Working Mode Net Fault-Tolerance

Enable DHCP Enable Oblain DNS...

Preferred DNS Server

Alternale DNS Server

MAC Address a4:14:37:aa:09:a3

MTU(Byles) 1500

Main NIC LAN1

Apply

Figure 16-1 TCP/IP &tings

Step 2 SelectNet-Fault Toleranceor Multi-Address Modeunder Working Mode.

® Net-Fault ToleranceThe two NIC cards use the same IP address, and yowleah the main
NIC to LAN1 or LAN2. By this way, in case of one NIC card failure, the device will automatically
enable the other standby NIC card so as to ensure the normal running of the whole system.

® Load BalanceBy using the same IP address and two ¢4ds share the load of the total
bandwidth, which enables the system to provide two Gigabit network capacity.

® Multi-address Mode The parameters of the two NIC cards can be configured independently.
You can select LAN1 or LAN2 under Select Niiafameter settings. You can select one NIC
card as default route. And then the system is connecting with the extranet the data will be
forwarded through the default route.

Step 3 Configure other IP settings as needed.
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Tilnore

® CheckiEnable DHCB obtain IP settings autoatically if a DHCP server is available in the
network.
® Valid range of MTU value is 500 to 9676.

Step 4 ClickApply.

16.2 Configuring Guarding Vision

Guarding Vision provides the mobile phone application and the service platform page
(www.guardingvision.com) to acceasd manage your connectexhcoder which enables you to
get a convenient remote access to the surveillance system.

ilnore

The Guarding Vision can be enabled via operation on SADP software, GUI and Web browser. We
introduce the operation steps on GUI in this tsea.

Step 1 Go to Configuration>Network > AdvancedSettings> Platform Access

[ Enable

Platform Access Mode Guarding Vision V|

Server Address dev_guardingvision.corn Custom
Register Status Offline v

Verification Code

6 to 12 letters (a to z, A to Z) or numbers (0 to 9), case itive. You are r 1ded to use a bination of no less than 8 letters or numbers.

Create a verification code

Figure 16-2 Guarding Visiofsettings

Step 2 Check the Enable checkbox to activate the function.

Then theService Terms pagmps up as below.
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To enable Guarding Vision service, you need to create a verification code or change
the verification code.

Verification Code sessene (]

Confirm Verification Code |essssss ‘o

The Guarding Vision service will require internet access. Please read the "Terms of
Service" and "Privacy Policy" before enabling the service.

Figure 16-3 Service Terms

1) Create the verification code in théerification Codeext field.

2) Confirm the verification code.

3) ReadTermsof Serviceand PrivacyPolicybefore enabling the service.
4) ClickOKto save the settings and return to the Guarding Vigpage

W/ Enable

Platform Access Mode Guarding Vision v/

Server Address dev.guardingvision.com Custom

Register Status Offiine v

Verification Code [n-oaoa

6 to 12 letters (a to z, A to Z) or numbers (0 to 9), case itive. You are ded to use a bination of no less than 8 letters or numbers.
i) Create a verification code

Figure 16-4 Guarding Visiofettings

ilnore

® Guarding Vision is disabled by default.
® The verification code is empty when the device leaves factory.

® The verification code must contain 6 to 12 letters or numbers and is case
sensitive.

® Every time you enable Guarding Vision, the Seffirenspage pops up and you
shouldread Term®f Service and Privadolicybefore enabling it.

Step 3 (Optional)lf you want to customize the server, enal@lestomand enter theServer
Addressin the text field.

Step 4 Aick Save

Step 5 After configuration, you can access and manageDW®& by your mobile phone or by the
website (vww.guardingvision.com
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® For the iOS users, pleasean the QR code below to download the Guarding Vision application
for the subsequenbperations

= b
Figure 16-5 QR Codeof iOSUsers

® For the Android users, please scan the QR code below to download the Guarding Vision
application for the subsequemperations You must instalgoogleplayon your Android mobile
phone to skip to the address successfully.

Figure 16-6 QR Code foAndroidUsers

Tilnore

Please refer to the help file on the official websitenjw.guardingvisiorncom) and theGuarding
VisionMobile Client User Manué&br adding the device t@uardingVisionand more operation
instructions.

16.3 Configure DDNS

Purpose

You can set Dynamic DNS service for network access. Different DDNS modes are &aiBi&
PeanutHull andNO-IP.

Before You Start

You mustegister DynDNS, PeanutHull and-NfOservices with your ISP before configuring DDNS
settings.

Step 1 Go toSystem>Network >TCP/IP>DDNS
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Step 2 CheckiEnable
Step 3 SelectDynDNSunder DDNSType

TiJnore

PeanutHull and NP are also available under DDNS Type, and requiredriafmn should be
entered accordingly.

Step 4 EnterServer Addres$or DynDNSi.e. members.dyndns.org).
Step 5 UnderDeviceDomain Name enter the domain name obtained from the DynDNS website.

Step 6 Enter theUser Nameand Passwordregistered in the DynDNS website.

DDNSSettings

Step 7 ClickApply.

Configure PPPoE

If the device is connected to Internet through PPPoE, you need to configure user name and
password accordingly und&ystem> Network > TCP/IP>PPPoE

[ilnore

Contact your Internet service provider for details about PPPoE service.

Configure NTP

Purpose
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